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2016 Strategic Technology Plan Update
In 2012/13, the Department of Information Technology, also known as KCIT, developed and published the Strategic Technology Plan 2013 – 2015 which provides strategic direction regarding King County’s information technology (IT).  The plan identifies the most appropriate technology objectives needed to focus IT on delivering business value to our customers.  The Strategic Technology Plan (STP) is publicly available on the King County website at:  http://www.kingcounty.gov/business/oirm/governance/strategicservices/strategicreports.aspx.

King County Code 2.16.0757(A) requires the submittal of an annual update to the STP.  This report provides an update on progress made since the inception of the plan. The strategic plan has been endorsed by the Strategic Advisory Council (SAC) and adopted by the King County Council. 
A new strategic technology plan is being drafted to cover the 2016-2018 timeframe.  A full strategic planning process was utilized to align our technology strategy with the County’s current and future business needs.  This has included input and guidance from our Strategic Advisory Council, which includes elected officials from all branches of King County government as well as external industry expert advisors.  In addition, business and information technology leaders throughout county government participated in formulating future direction.  Performing an environmental scan that includes King County’s strategic and line of business plans as well as information technology industry trends has also helped to set the stage for the technology strategies needed to carry us effectively forward through 2018.

King County’s Strategic Technology Plan 
KCIT is committed to increasing the value that technology brings to our internal business partners and to King County’s many and diverse external customers.  This means ensuring that the accomplishment of our information technology strategies positions and empowers our partners to accomplish their goals as stated in the King County Strategic Plan as well as in tactical and operational line of business and agency plans.  It also means that we can respond quickly with our partners to changing business needs and new technology opportunities that can add value to business operations leading to service improvements for our customers.

We believe this is best accomplished through open, transparent, efficient, effective, and service-focused planning and operational activities.  See Appendix A - Strategic Technology Enterprise Plan for a one page summary of strategic efforts contained within the Strategic Technology Plan 2013 – 2015.  This summary illustrates how KCIT services align with customers as well as technology domains.  It also shares strategic initiatives across several years in all of our service areas.  This provides context for how our efforts fit together to help meet our technology and business strategic goals and objectives.  
Measuring Progress 
Measuring strategic progress is based on looking at movement towards long-term goals that have been identified for strategic technology indicators.  There are 30 indicators that align with the four technology objective areas defined in the Strategic Technology Plan.  Five of these indicators are focused on information assurance and securing our information technology environment.  This reflects not only the strategic importance King County places on securing protected information and business processes but also the needed integration of security concepts in all that we do.
Overall Results
As is the case with any long-range plan, changes that occur over time will influence the value, priority, and feasibility of different components of the plan.  Each of the 30 indicators is at a different stage in progressing towards long-term goals.  Some indicators have yet to define how progress will be measured.  Others have determined baselines and long-range targets.  Still others are now measuring progress towards targets.    
In this year’s update, minor changes to the strategic outcome measures have occurred as a natural part of evolving the measures to be meaningful and drive desired results over time.  For the measures still being defined, progress has not yet enabled fully defining measures that clearly align with goals to effectively drive outcomes.

Chart 1 – Strategic Indicator Progress below summarizes the progress-to-date for all strategic technology indicators.  The legend for the table describes the icons that are utilized to provide a visual status update for each indicator.  In addition, Appendix B – Strategic Technology Indicators by Objective provides more detail for each indicator including expected benefits that the indicator aligns with, a chart to show progress over time, and notes on progress, obstacles impacting progress, and additional information where appropriate.
Progress related to eGovernment, mobility, maturity, and technology modernization of infrastructure have all made significant advancements.  Progress related to modernizing applications has been slower, but has also seen substantial positive progress.  
Of the 30 indicators
· three exceed long-range targets

· twenty-three are making positive progress at or above expected levels
· two are making progress, but at a rate slower than initially expected
· two are working towards defining appropriate measures
Strategic Technology Indicators Chart
	eGovernment
	Mobility
	Technology Modernization - Applications
	Technology Modernization - Infrastructure
	IT Service Improvement (Maturity)

	
[image: image2] [image: image3.png]


Website vulnerabilities reduced over time
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Percent of          mobile devices under active management
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Percent of  applications having identified appropriate data sensitivity classification
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Security scorecard shows continuous improvement                over time
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Percent of Information Assurance (IA) roadmap items that are completed
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Percent of business services transacted online
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Increased wireless usage
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Application counts by type
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Percent of worksites with wireless access
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Percent of services with defined methodology/ best practice
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Web customer satisfaction (resident survey)
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Number employees with Unified Communications (UC) capabilities
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Increased usage of  Office 365 (O365) platform (PaaS)
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Application counts  by hosting platform (mainframe, server, SVE, VPC, public cloud)
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Percent of projects involving technology accomplishing expected benefits
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Effectiveness of online messaging and responses
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Percent county owned devices that conform to Workstation Service standards / built with standard image
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Service Oriented Architecture (SOA) utilization
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Percent of county owned server devices running current preferred Operating System (OS) standard
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 Number of current technology roadmaps
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Utilization of open data
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Percent of applications delivered through a browser or mobile interface
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Percent utilizing standard components
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 Percent data center square footage that is utilized by county verses lease tenants
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Number IT services with service roadmaps

	[image: image32.png]


Expand internal participation in providing open data
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Percent of overall computing that occurs in a cloud (virtual) environment
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Percent of applications conforming with application data standards
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Percent of systems receiving full, end-to-end monitoring
	[image: image36.png]


Track and report the ratio/mix of KCIT positions
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Chart 1 - Strategic Indicator Progress
Results by Technology Objective

The following sections of this report describe overall progress related to each technology objective and highlight significant areas of progress and/or areas of increased focus.
eGovernment

The eGovernment objective has identified six indicators, five of which are making expected progress towards their target goals.  
These indicators show that the experience of our residents continues to improve when interacting with us electronically.  It’s taking less time to find what they are looking for on our website and they also can access our information on their preferred device more.  In addition, more information is being shared through electronic subscriptions – with almost 1 in 7 residents signing up.  Social media also continues to provide more targeted information, with a 44 percent growth (down from 51% percent last year) in all social media page views in 2015.  
The remaining outcome with below expected progress is around system vulnerabilities.  New Payment Card Industry (PCI) requirements have added a significant number of new vulnerabilities.  Continued focus is needed to reduce vulnerabilities knowing that new threats are being developed more rapidly than in the past. Maintaining a strong vulnerabilities posture is critical.  Also critical is our continued progress towards systems that utilize only standard components thereby reducing the exponential effect on vulnerabilities that multiple technologies can cause.  

Some of the near-term areas of focus elicited from a recent event include:
· Ensure that anti-virus is on ALL endpoints.

· Accelerate consolidation of the endpoint security management console to align with KCIT’s service structure. This applies to workstations and servers and will improve standardization.
· Select, architect and implement advanced threat protection. Advanced Threat Protection systems accelerate identification and containment of malware attacks.
· Engage a local consultant to perform forensic incident response analysis.

· Eliminate any unnecessary open network shares and eliminate drive mappings. Network shares provide users and systems access to resources. Drive mappings give these resources an alphabetical designation.
· Address storage of files on local drives through accelerating the adoption of OneDrive for all file storage and the migration of .PST (email storage) files to network archives.

· Identify a process and/or system to ensure 3rd party applications are patched.

· Review and update policies and standards and ensure compliance.

· Block web advertisements. This was attempted when the original URL filter was implemented. Political pressure from agencies such as the County Council and others removed the blocking due to a change in the user experience.

· Decommission legacy remote access platforms (SSL/VPN, Go to My PC – no longer available as of April 1)

· Improve communication processes during an information security incident.
Mobility

All six strategic technology indicators for mobility are meeting or exceeding expected progress towards their goals.  

Full Unified Communications (UC) capabilities have been deployed to all appropriate employees.  This service includes both enterprise voice services as well as Skype for Business collaboration tools.    Mobile Device Management (MDM) has also made great strides by fully rolling out to both managed and personally owned devices.  Also important to mobility is increased usage of both private and public clouds to make applications available from anywhere.  This includes the refreshing of the employee focused intranet onto a cloud platform, as well as our document collaboration capabilities.  When combined effectively with mobile device management, employees can now access their work documents electronically from any location using their work or personal devices.  As society continues to increase use of phones and tablets in their personal lives, these updates are important steps to empowering our workforce to be more productive, while also ensuring we are effectively stewarding the information we are responsible for.  Significant progress has also occurred in the move to virtual servers, from only 25 percent at the start of 2014 to around 60 percent today.  
Technology Modernization
The technology modernization objective has 12 strategic technology indicators identified, six that are application focused, and six that are infrastructure focused.  Of these, all six infrastructure and four application indicators are at or exceeding expected progress.  Major accomplishments include the decommissioning of our mainframe platform, the significant increase in utilization of our hybrid cloud services, standard cloud collaboration tools available to all employees, and a robust network that now transports voice messages and has the foundation in place for significant increases in wireless traffic.  
There are still two indicators that have not yet been defined as they are awaiting our application rationalization strategy, which is currently under construction. Enterprise data classification and Identity and Access Management (IAM) will both be key components of our rationalization strategy going forward.

IT Service Improvements (Maturity)

The IT service improvements objective has six strategic technology indicators identified, five of which are making expected progress towards their target goals.  Operational alignment efforts have completed with all KCIT staff now aligned by service rather than by customer.  We expect this to have a positive impact on both customer service and service efficiency over time.  Processes within each service are also maturing as we implement various on-going improvement efforts.  Progress has been slowed in addressing our Information Assurance (IA) roadmap due to the inability to fund next steps in the roadmap including a broader employee education effort.
Appendix A – King County Strategic Technology Enterprise Plan–Updated April 2014
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Appendix B – Strategic Technology Indicators by Objective
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Technology Objective: eGovernment

Improve service delivery to and interaction with King County customers by leveraging web and related social media technologies.
· Improved citizen value and satisfaction when transacting business with King County

· Improved access to King County services

· Increased citizen participation in government

· Greater transparency of government operations

	Indicators
	Benefit
	Chart or progress
	Highlights/progress
	Hurdles

	Website vulnerabilities reduced over time.

	Information Assurance – Ensure online transactions are safe and secure.
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100 vulnerabilities was initially selected as a good long term goal given the many unknowns that continue to appear as threats.  As we learn more about the volume of vulnerabilities over time and increase our understanding of statistical significance, this is proving to be a good stretch target.  While KCIT made steady progress in Q3 and Q4 to reduce our web environment vulnerabilities, new PCI vulnerabilities requirements have led to a significant increase in vulnerabilities.  On the positive side, our continued progress towards standardizing our environment helps to harden it and reduces the exponential effect that multiple technologies can have on vulnerabilities. Our Chief Information Security and Privacy Officer expects to see a significant decrease in vulnerabilities by Q2 2016.
	New PCI requirements

	Percent of business services transacted online.
	Increases online delivery of King County business services to the public.
	 SHAPE  \* MERGEFORMAT 
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As stated in last year’s metric, we have broadened this indicator to financial transactions throughout the County and their utilization of online payment options. This information is based upon research performed by the e-payments project.  Currently, there are 48 services that accept online payments.  This is roughly 32 percent of the different types of financial transactions that occur throughout the County.   

	A consistent payment process that can be used across different types of services.

Prioritization by business leaders of e-payments as a valuable option towards reducing costs while also improving convenience and access for residents.    

	Web customer satisfaction.

	Ease of Use - Improve the public’s ability to easily find and transact the business services they are interested in.
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In 2012, King County’s website was 19 percent above the national average for resident satisfaction. A new resident survey has not been conducted since then.
However, King County has re-architected our web framework since then making it easier to navigate and use on a broader range of consumer devices.

	Due to the related expense and effort required, resident surveys are not conducted every year.  
Inability for various agencies and departments to convert their web content into the current enterprise standard which would lead to a more consistent user experience as well as more accessible and usable information across our website. 

	Effectiveness of online messaging and responses.


	Increase and improve public engagement using social media.
	 SHAPE  \* MERGEFORMAT 
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Online communications continue to increase.  Our usage of the GovDelivery tool for online subscription services continues to grow rapidly, with 1 out of 7 residents subscribing.  Some relevant statistics include:
Social media stats:

·         180+ total social media pages (up from 141 last year)

·         257,000 fans and followers (up from 174,349)

·         44 percent growth in 2015 across all social media pages (down from 51 percent)

·         26 blogs totaling 300,000 page views in 2015 (up from 14)

·         56 Facebook pages (up from 46)

·         45 Twitter (up from 37)

·         26 video feeds (up from 17)

·         13 Flickr photo galleries (up from 11)

Email/text messages across King County

·         330,000 total subscribers reaching 1 in 7 county residents (up from 1 in 9 last year)

·         11 percent growth in 2015 (down from 60 percent)

·         500+ different topics that people can subscribe to

·         In 2015, we sent 12.3 million emails and 5.1 million text messages (up from 9.6 and 3.8 respectively)


	We are finding that increased social media accounts don’t directly correlate with increased civic engagement or interaction.  We are placing more focus on technologies that appear to be increasing engagement and involvement, such as Twitter.  Language is also important and initial translation of some adds to increase awareness has generated significant positive response.

	Utilization of open data.


	Increase openness of information by publishing county data (that is not private/protected) for public consumption.
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Growth of page views was relatively flat in 2015.  A change in reporting process/tools makes it difficult to compare this data with prior information.  It has also caused us to look at whether page views are a valid way to measure utilization, as usage is trending towards applications (Like One Bus Away) that aren’t reflected within page views.
Initial data sets were first made available to the public in October of 2010.

	Some departments/agencies have protected information that should not be shared​openly with the public due to the sensitivity of the information involved.



	Expand internal participation in providing open data.
	Increase openness of information by publishing county data (that is not private/protected) for public consumption.
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There are currently over 200 data sets that are posted for public use on King County’s open data website.  This number includes charts, applications, calendars and forms. A change in reporting process/tools also makes these numbers difficult to compare to prior data, though we are able to see more historical information than with utilization which isn’t retained as long.  Initial data sets were first made available to the public in October of 2010.
	Some departments/ agencies have protected information that cannot be shared openly with the public due to the sensitivity of the information involved. 
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Technology Objective:  Mobility

Free employees and citizens to interact and transact business when and where most appropriate and convenient. 
· Increased business and IT productivity

· Re-designed business processes geared towards customer service and overall efficiency

· Reduced costs related to staff moves

· More collaborative, open, dynamic office space and working environments

	Indicators
	Benefit
	Chart or progress
	Highlights/progress
	Hurdles

	Percent of mobile devices under active management.


	Information Assurance – Ensure that protected information is not at risk due to increased use of mobile end-point devices.
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A Mobile Device Management (MDM) system was piloted and implemented in late 2014.  Options for implementation were based upon policy decisions involving business leaders focused on enabling their staff to be productive with mobile and personal devices, balanced between protecting sensitive data and complying with public disclosure and other transparency needs. Based on pilot results, the full program was rolled out countywide in early 2015.  
Measurement was performed on all county owned devices. Significant progress has been made through 2015, with 91 percent of devices managed in January 2016, this includes all county owned devices except for those in agencies that were granted exceptions - Council and PAO.
Personally owned devices are no longer granted access unless they fully comply with our mobile device management policy and supporting systems – which means they are now 100 percent compliant!
 
	If King County data resides on a device, then device management is needed to protect that data.  If no data makes it to a device (as is the case with some applications like OWA - the Internet accessible version of the Outlook email application, browser based apps, and O365 SharePoint), then device management may not be needed.  
Many employees are reluctant to have their personal devices subject to King County policy.  In those cases, employees can elect not to register their device.  This choice will limit the type of access to information that they are allowed which includes only use those tools which do-not place data onto their devices, such as OWA as mentioned above.

	Increasing wireless usage.
	Wireless – allow untethered movement within and between work-sites, improving productivity and collaboration while reducing office move costs.
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The average number of wireless sessions per month continues to increase steadily despite the lack of expansion to additional locations.  When this happens, we expect to see volume jump as new sites are introduced with the wireless expansion project.
In anticipation of increasing needs around employee mobility, standard equipment for all staff has been updated from a desktop to a laptop.  This will provide the same capabilities, while empowering mobility and enabling the future elimination of re-wiring in buildings once all devices can operate over secure wireless connections
	The wireless expansion upgrade project was approved for the 2015 budget.  After fully designing the solution needed to extend wireless to all buildings, a significant increase in cost was identified.  Prior to proceeding, options are being explored and discussed on how to best move forward.

	Number of employees with UC capabilities.
	Unified Communications (UC) – Extend UC capabilities to all King County staff to increase and improve communication channels and tools available to them.
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The roll-out of unified communications (UC) is now complete and has extended to all staff where appropriate for both Skype for Business (formerly called Lync) and Enterprise voice.  
Some clean-up efforts continue to decommission older telephony equipment to save additional costs.


	

	Percent county owned devices that conform to Workstation Service standards / built with standard image
	End-point standardization: Primary device – Keep employees more productive by reducing end-point device failure and maintenance.
	  SHAPE  \* MERGEFORMAT 



	We continue to progress in increasing the standardization of our end-point devices.  Currently 87 percent have been standardized.  When we complete our migration towards leased (rather than purchased) devices which are on a 4 year replacement cycle in 2016, we should be at or above the targeted 90 percent.
	The speed at which this can occur is limited by the current equipment that is already deployed.  For that reason, attainment of this goal is timed to coincide with the equipment replacement schedule which is targeted to replace all equipment every four years.



	Percent IT applications delivered through a browser or mobile interface.


	Browser/Mobile interface – Applications that run in a browser can be accessed by any device capable of running a browser, and typically are easily accessible via the Internet. Mobility interfaces (for smaller screen size) are also easily available through modern application technologies.
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We have made significant progress in updating our application inventory to contain current and actionable information.  The overall number of applications has changed as we have improved our processes around maintaining the application portfolio and clarifying the definition of an application.   
We have started to increase the number of mobile applications - from 1 in 2014 to 8 at the end of 2015 – as we see demand for these types of services beginning to be recognized and valued by our customers. In addition, over half of our applications have a browser or mobile interface making them mobile and available from many locations.
An application rationalization strategy is currently being developed as an enterprise architecture initiative that will provide guidance for how existing legacy applications will be modernized.  A future state application architecture will help developed to best determine when to create mobile and browser based interfaces as applications are rationalized. 
	An application modernization plan is needed for each system in order to better project future compliance.  A modernization plan will take significant effort to create.  
A 2015/16 proposed project for application modernization was not approved.  The Business Solutions Service within KCIT is now addressing application rationalization as part of its on-going practices.


	Percent of overall computing that occurs on the cloud (either internal – SVE, or external – VPC).
	Cloud Computing – Executing applications on the cloud means that they can be accessible by any device at any time from any location that can access the Internet.
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	Moving a significant amount of the County’s applications from physical servers to virtual servers in our Server Virtual Environment (SVE) has already enabled KCIT to provide a significant price reduction for the compute portion of an application’s costs.  2017/18 rates have been determined and show this trend has stabilized but continues to provide significant cost incentive to move from physical to virtual computing.  Going forward, we anticipate that some of our compute will be moving off of our SVE and onto our virtual private cloud – Amazon Web Services (AWS) over the next several years as we rationalize our applications to take advantage of this opportunity when it makes sense based on the applications needs (such as rapid scaling up or down to meet user volumes).  The rates also indicate that non-standard virtual servers are no longer offered and existing instances are being migrated off of that platform over time when appropriate.
In addition to compute, we have seen significant value from storing data on our virtual private cloud.  It is more available and fault tolerant there in addition to costing much less – 2017-18 rates show an 11 percent reduction over 2016 rates!

	How quickly we are able to rationalize our application portfolio with determine how quickly we are able to utilize our virtual private cloud for computing resources.
There is also resistance from current users to moving off of 'other virtual' platforms and onto the SVE (Server Virtual Environment) or VPC.




Technology Objective: Technology Modernization – Applications

Enable business solutions that are flexible, timely, and dependable by pro-actively evolving modern application technologies and processes.
· Speed to implement business process changes is faster

· Total Cost of Ownership (TCO) for computing is reduced through efficiencies, standardization, re-use and the ability to meter and rapidly scale resources up or down as needed 

· Increased service quality due to increased standardization and reduced downtime

· Reduced risk due to increased redundancy, geographic diversity, and commoditized, on-demand scaling of needed assets

	Indicators
	Benefit
	Chart or progress
	Highlights/progress
	Hurdles

	Percent of applications having identified appropriate data sensitivity classifications.


	Information Assurance – Utilize a security scorecard to identify and track progress in improving our security posture for the most critical and vulnerable components of our systems platforms.
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In 2014, updated data classification standards were approved that align with Washington state standards and that will be used in determining which applications move to which hosting platforms (cloud) – based on their compliance with data sensitivity needs. The standard classifications are: Public, Sensitive, Confidential, and Confidential requiring special handling.
In 2015, we began to update our portfolio with this additional sensitivity information.  To date, 150 applications have been updated with over half containing information that should not be made available to the general public.
We still track applications containing the following data: 

· Payment Card Industry (PCI)
· Personally Identifiable Information (PII)
· Criminal Justice Information Systems (CJIS)
· Health Insurance Portability and Accountability Act (HIPAA)
· Other confidential data

	We are looking to make portfolio updates a standard part of our change management process in order to ensure a more accurate and current portfolio

	Application counts by type 
	Platform steering – Encourage system solutions to use the lowest cost/highest functionality platform, reducing TCO while maintaining service standards and needed business functionality.
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	An updated definition for applications has been created and implemented in order to accurately track applications in our portfolio.  Based on updates to our portfolio, we have seen minor increases in COTS and SAAS applications with reductions in in-house applications in alignment with our strategic direction.

As our rationalization approach is adopted across our application services, we should see increased movement in this direction.

	Need to establish an application rationalization program is needed.


	Percent of county departments and agencies converting intranet sites to 0365.
	PAAS - Office 365 – Migrate to an office productivity platform and tools to improve the general office productivity business functions that surround communications and document creation. 
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	This metric was changed in 2015 to better reflect platform activity for O365 during the strategic plan reporting period.   KCIT’s O365 focus has been centered on SharePoint and migration to its government cloud platform which KC has helped Microsoft to evolve in support of HIPAA and CJIS requirements.  By focusing on this area, we are able to generate more value for our customers by re-establishing the County’s intranet - a critical tool for employee engagement and empowerment.  The chart to the left shows the County’s results towards launching departments and agencies on the new intranet platform.  An additional benefit from this migration has been the implementation of single-sign on for King County’s SharePoint environment.

	Some Agencies and departments opted out of the project deliverables and were provided access to the information needed to self-migrate should they so choose in the future.

	SOA service utilization rate.
	SOA (Service Oriented Architecture) – The main benefit of SOA is to allow simultaneous use and easy mutual data exchange between programs of different vendors without additional programming or making changes to the services. These services are also reusable, resulting in lower development and maintenance costs and providing more value once the service is developed and tested. Having reusable services readily available also results in quicker time to market.
	
	We currently have not created the SOA design for our desired modern applications.  Until a design is created, we will refrain from determining how success will be measured.  In general, this indicator should help to understand how quickly our application portfolio is being modernized.  
	SOA is a key component of application rationalization.  A high level strategy for application modernization is needed prior to implementing an enterprise SOA design to be used by future modern applications.

	Percent applications utilizing standard components.
	Application architecture- A common application architecture increases system supportability and flexibility while reducing time to implement and fix. 
	 SHAPE  \* MERGEFORMAT 



	    Applications that currently utilize standard languages and data bases were 20 percent at the end of 2015.  This is a slight increase over prior quarters and is indicative that new design review processes are starting to have an impact.   However, our portfolio tracking for this component is still maturing and there are a significant number of applications that don’t yet have this tracked in our portfolio.  We expect that turning our focus to application rationalization as part of our on-going approach is starting to improve not just the portfolio but the increased usage of standard components within our applications.
 As expected, end-point devices have been the quickest component of a system to standardize, followed by our computing infrastructure.  Because applications depend on both of these, they have been slowest to standardize but will attain our increased focus going forward.
	There are currently 56 different versions of application languages our production environment.  There are also 26 versions of multiple types of data bases.   

Of these, eight languages/versions and four data base are considered modern and define the standard that should be migrated to.


	Percent of applications conforming to application data standards.
	Data architecture – Consistent usage and sharing of data improves quality, re-use, and protection while reducing cost and errors.
	
	How this indicator is measured will depend on the tools/information available once we have identified our data standards.  Significant progress in this area occurred in the second half of 2015 with the hiring of an enterprise data architect who has subsequently created a draft data management strategy that addresses our approach to creating data standards.
	Now that an Enterprise Data architect has been hired, we need to re-focus significant application staff into solution architect roles that focus on data design, modeling, and standards


Technology Objective: Technology Modernization – Infrastructure

Empower flexible system solutions by providing current technology platforms, components and frameworks on which applications can operate and continuously improve.
· Speed to implement business process changes is faster

· Total Cost of Ownership (TCO) for computing is reduced through efficiencies, standardization, re-use and the ability to meter and rapidly scale resources up or down as needed 

· Increased service quality due to increased standardization and reduced downtime

· Reduced risk due to increased redundancy, geographic diversity, and commoditized, on-demand scaling of needed assets

	Indicators
	Benefit
	Chart or progress
	Highlights/progress
	Hurdles

	Security operational scorecard shows continuous improvement over time.
	Information Assurance – Utilize a security scorecard to identify and track progress in improving our security posture for the most critical and vulnerable components of our systems platforms.
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This metric increased its target in 2015 from a composite score of 8 to 9 based on a full year of meeting the target and wanting to increase our overall drive for improvements.  In addition to changing the target, additional scope was added to the scorecard for new challenges in the areas of inventory and mobile device management in an attempt to increase the focus in those areas that need it.  
By the end of 2015, we are now able to remove MDM from the scorecard as we have essentially attained desired device compliance in this area for both county owned and personally owned devices. This IT approach of utilizing stretch goals will continue to cause us to look for ways to improve and not become complacent.

	 Continue to update the areas covered by the scorecard to retain focus on new and most significant security risks across our information technology environment.

	Percent of worksites with wireless access


	Network – Provide a robust, redundant, wireless network as a key foundational base to all future system solutions.  

Ensure proactive upgrades maintain the network’s currency as all other services will increasingly depend more heavily on network capabilities in the future.
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	Minor progress has continued as identified on the chart and in anticipation of the wireless expansion upgrade project – which should have a significant impact as it is rolled out over the next few years.  
	The design phase of the wireless expansion project identified significant cost increases over initial funding requests and is working with sponsorship to determine appropriate approach forward given increased costs.


	Application counts  by hosting platform (Mainframe, server, SVE, VPC, public cloud)
	Cloud platforms – Utilize a suite of cloud platforms (hybrid community/public/private environments) to drive customer behavior to the most cost effective environment.
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	With our application portfolio improvements, we are now able to present the breakdown of where applications reside within our hybrid cloud environment.  The most significant migration in 2015 was to re-deploy all remain applications hosted on our mainframe to a new platform within the standard virtual environment, enabling us to turn off and decommission the costly mainframe platform.
Going forward, we expect application rationalization will migrate applications away from physical servers and VMware towards SVE and AWS.  

	Operationalizing the need for application rationalization will take understanding and support from our many application customers.

	Percent of county owned servers running current preferred OS standard.
	Standard Operating System – Standardize on Windows as the operating system (OS) for county owned devices, leading to improved systems integration and enabled functionality. 
	 SHAPE  \* MERGEFORMAT 
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	We continue to migrate servers off of physical and non-standard virtual servers and towards SaaS, SVE and eventually AWS which are standard.    There has been a focused effort to fully eliminate servers that continue to run on the Windows 2003 platform due to security risks related to its obsolescence and lack of vendor support.

	The Virtual Private Cloud (VPC) is now available, however, we need to create surrounding processes to make it easier to access in a consistent way that fosters cost effective usage.

	Percent data center cabinet space that is utilized by the County verses regional tenants.
	Data Center – Minimize data center footprint through virtual/cloud hosting in order to reduce cost and enable increased regional partnerships through co-location. 
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	Through significant process improvement, we have been very successful at dramatically shrinking the square footage needed in the data center to effectively support King County’s overall computing needs.  Major successful improvement efforts have included:

· Decommissioning the mainframe and related printer after migrating all systems to the virtual server environment.
· Moving tape back-ups to the cloud, enabling the removal of large tape libraries and equipment

· On-going virtualization of physical servers.
· Less need for on-site office space as we perform more monitoring and maintenance activities remotely.  
As our needed footprint has shrunk, we have attempted to re-sell that available space to other organizations needing top tier data center space.  Unfortunately, this strategy has not been very successful as most potential tenants are moving to commercial cloud hosting options.  As a result, we have changed our strategy and are now looking at how to change our long-term lease to reduce the costs related to the un-used space while continuing to shrink our needed data center footprint.

	Lease re-structuring.

	Percent of systems receiving full, end-to-end monitoring.


	Systems Management – The ability to monitor and perform preventative maintenance across entire systems (end-to-end) regardless of where they are located/operating improves the ability to maintain, repair, and improve business systems holistically.
	 SHAPE  \* MERGEFORMAT 



	Our long-term targets for 2023 include: 
· 100 percent of network elements being monitored

· 100 percent of systems being monitored (not including end-points)

· 100 percent of services monitored have operational response plans for major alerts
Network monitoring is now fully implemented and has started into the refinement process to improve the results from monitoring.
Servers being monitored has increased to 90 percent and includes 1018 servers.  A more robust monitoring tool for servers is also being used on 275 servers including some of our most critical ones.  A plan to migrate all servers to this more robust tool is targeted for 2016.
	Application monitoring is still difficult given our non-standard environment and aging application technologies.


Technology Objective: IT Service Improvements (Maturity)

Increase the value to customers from IT services by maturing our service delivery processes and improving our services to better anticipate and match customer needs and expectations.
· Increased IT customer choice and greater knowledge/ transparency of IT services through improved provisioning, performance dialogues, satisfaction surveys and other practices improving customer satisfaction and engagement

· Strategic alignment of IT services with future customer needs

· Reduced cost of existing services through low cost options in comparison to industry standard offerings, continual service improvements, increased re-use and sharing of solutions, and improved integration across solutions

· Faster delivery of service fixes, changes, improvements and new service introduction through Continual Improvements (CI)

	Indicators
	Benefit
	Chart or progress
	Highlights/progress
	Hurdles

	Percent of IA roadmap items that are completed.
	Information Assurance (IA) – Complete an information assurance service roadmap to improve overall understanding, prioritization, and results related to information assurance. 
	 SHAPE  \* MERGEFORMAT 
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Significant progress against our information assurance roadmap did not occur in 2015 due to the lack of funding for training and other planned program activities.  Existing IA resources have focused on maintaining the current environment.

	Progress is slower than expected due to the inability to fund security projects as part of the budget process.

	IT customer satisfaction rating.
	Service Catalog – A catalog ensures open and transparent communication with customers about the services that are provided as well as the options available to them in order to maximize value received.
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	This indicator was removed last year.  The customer satisfaction score from the last survey conducted with the Business Management Council has been retained at left for your reference.  
	Significant changes in how KCIT interacts with customers are expected as we re-define our SDM role to be customer focused and strategic, removing much of their current line responsibilities.  Because of these changes, we will be re-assessing how we track customer satisfaction.  

	Percent of services with defined methodology/best practice.
	Industry best practices – Each service will adopt a methodology or industry best practice by which their service is operated in order to take advantage of the knowledge and learnings of others providing similar services.
	
[image: image76]
	Most of our IT services our now following a methodology framework or best practice.  Expansion and improvement of our operations methodology (utilizing ITIL) has seen significant progress on 2015 with multiple process owners identified and empowered to improve their processes utilizing in-house ITIL expertise to guide and train staff appropriately.

	Partial implementation is the norm as full implementation will either be accomplished after fully aligning our services; or, as is the case with some of the larger methodologies like ITIL, component by component. 

	Percent of IT investments where KCIT is the business sponsors that accomplish a majority of expected benefits.
	Benefits realization – Each investment that we make in a service should identify expected and accomplished benefits in order to continually improve our planning skills, to improve the decisions made surrounding investments, and to better inform customers of the potential for beneficial impacts to their services. 
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	  We have identified 3 progressive measurements as we mature the benefits realization process.  

1. Percent of Benefit Achievement Plans (BAP's) completed and submitted for active enterprise projects, 

2. Enterprise projects reporting results against BAPs within one year of scope complete according to close-out report, 

3. Percent of results accomplished compared to expected as reported (this measure is now reported by PSB as is required by code).
Our long-term goals for each of these areas are 100 percent, 100 percent, and 110 percent respectively.  Currently, all enterprise projects have created and submitted BAPS, fully accomplishing the first metric, and consistent with last year’s progress.  
For the second metric, we are making progress towards submitting benefit achievement reports in a more timely and consistent way.  This can be seen by the on-time component of the graph.  Late and non-reporting projects are getting less frequent.  For 2015, because there is a 1 year lag in how we measure this metric, 2015 numbers are preliminary until the end of 2016.
We will not report on the 3rd metric which targets achievement of planned benefits.  PSB is now responsible for submitting a report on benefits achievement. 
	PSB is now reporting on the achievement of projects involving IT.  

	Number of current technology roadmaps.


	Enterprise Architecture – Utilizing enterprise architecture helps business leaders and technicians make better decisions by aligning to principles, standards, toolsets, and best practices identified within the County for multiple domain areas.
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	  Several new standards and a new roadmap for Unified Communications (UC) were introduced in 2015 as part of the architecture review process.  New roadmaps will continue to be added in 2016 – receiving focus in the application and data area as part of application rationalization efforts and our data focused strategic objective.
	

	Number of IT services with service roadmaps.
	Line of Business (LOB) Planning – Pro-actively identifying and planning for future customer needs as well as for environmental changes enables improved service delivery over time and a better TCO approach.
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	2015 saw significant effort to complete line of business plans for most services.  Operations completed all efforts including plans for each service.  Regional services also completed their LOB plans as did the eGov service.  
The combination of PSB analysts and KCIT service delivery managers to facilitate planning worked effectively.  

All action items identified in the plans are being monitored by leadership to ensure strategic progress according to the plans.
	There is limited organizational capacity to complete this work as we are in the process of shifting from an operational to a strategic orientation.  


	Ratio/mix of KCIT positions.


	Employee Skill Sets – Grow staff skills to implement, support, and maintain modern technology solutions. 
Expected future needs will shift towards increased integration (as opposed to custom built solutions) leading to increased need for architecture, analysis, business process, project management vendor management, and especially communication skill sets.
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	This indicator doesn’t have any targets other than to initially increase the awareness for how our roles and skill sets are evolving over time.  
The two charts show how our staff aligns with our services as well as how many staff are in each of the many job titles used within KCIT.
	Shifting of our resources may have an impact on our labor agreements over time.


Appendix C – Table of Acronyms
	Acronym
	Full Spelling

	AWS
	Amazon Web Services

	BAP
	Benefit Achievement Plan

	BEUM
	Business Empowerment and User Mobility

	BMC
	Business Management Council

	BSS
	Business Solutions Service

	BYOD
	Bring Your Own Device

	CFO
	Chief Financial Officer

	CI
	Continuous Improvement

	CIO
	Chief Information Officer

	CIP
	Capital Improvement Project

	CJIS
	Criminal Justice Information System

	COTS
	Commercial-Off-the-Shelf

	CRM
	Constituent Relationship Management

	CSS
	Customer Support Service (formerly workstation service)

	EA
	Enterprise Architecture

	EHR
	Electronic Health Record

	ESB
	Enterprise Service Bus

	ESJ
	Equity and Social Justice

	GIS
	Geographical Information System

	HIPAA
	Health Insurance Portability and Accountability Act

	HIT
	Health Information Technology

	HR
	Human Resources

	IA
	Information Assurance

	IAM
	Identify and Access Management

	IAAS
	Infrastructure-as-a-Service

	IM
	Instant Messaging

	I-Net
	Institutional Network

	IP
	Intellectual Property

	ITIL
	Information Technology Infrastructure Library

	IT
	Information Technology

	KCIT
	Department of Information Technology, also known as King County Information Technology

	KCSP
	King County Strategic Plan

	KCWAN
	King County Wide Area Network

	LOB
	Line of Business

	MDM
	Mobile Device Management

	NG 911
	Next Generation 911

	O365
	Office 365 – Microsoft’s cloud offering for SharePoint service

	OS
	Operating System

	OWA
	Outlook Web Access

	PAAS
	Platform-as-a-Service

	PAO
	Prosecuting Attorney’s Office

	PCI
	Payment Card Industry

	PH
	Public Health

	PII
	Personally Identifiable Information

	PMO
	Project Management Office

	PSB
	Performance, Strategy and Budget

	SAAS
	Software-as-a-Service

	SAC
	Strategic Advisory Council

	SCOC
	Strengths, Constraints, Opportunities, and Challenges

	SDLC
	Solution Delivery Lifecycle

	SME
	Subject Matter Expert

	SOA
	Service Oriented Architecture

	SVE
	Standard Virtual Environment – King County’s ‘Private Cloud’

	SSD
	Server, Storage and Database

	SSL/VPN
	Secure Sockets Layer/ Virtual Private Network

	SSO
	Single Sign-On

	STP
	Strategic Technology Plan

	TCO
	Total Cost of Ownership

	TMB
	Technology Management Board

	UC
	Unified Communications

	VM
	Voice Mail

	VPC
	Virtual Private Cloud

	WAP
	Wireless Access Point


Legend - Strategic Technology Initiative Status





Measurement process not yet fully defined





Actuals meet or exceed long-range (2023) targets





Actuals measured and progress meets or exceeds expectations





Actuals measured but progress slower than expected





Security Focused Indicator
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Data Sensitivity - Applications w/in King County
data available on 150 applications

0

0

0

0



Data

		CRM

				Q2 2015		Q3 2015		Q4 2015		Q1 2016		Q2 2016		Q3 2016		Q4 2016

		# Agencies		4		4

		# Users		78		80

		# Projects Identified/In Progress		4		4

		# Planned Projects												18		20





Data

		



# Projects Identified/In Progress

# Planned Projects

Identified CRM Projects
Currently 4 agencies (80 users) actively using CRM



CRM IR

		Outcome								Alignment				Status

		An aligned and well adopted sole source solution for Customer Relationship Management								Quality

		Measurement		Target						Actual - Current Reporting Period				Variance

		# Agencies; # Users; # Projects; # Planned Projects								As of mid-2014

																						727

																						0.8308115543

		Owner		Steven Heard

		Comments								Planned Countermeasures

		King County has a significant number of legacy applications that no longer meet business needs and rely on obsolete technologies and skillsets to maintain. Our legacy applications present a significant risk to King County - not only due to weakened security but also do to escalating costs associates with maintaining legacy applications and having staff appropriately trained to maintain these systems going forward.								KCIT’s modernization approach includes: populating and maintaining a countywide inventory of applications utilizing the Innotas Portfolio Management system; triaging and prioritizing applications based on risk, technical, and functional gaps; retiring un-used applications; developing funding strategies for those that require modernization; developing staff technical and resource capacity to execute modernization efforts with speed and quality; and evolve a rate model that enables a modern approach to software sustainment and modernization.

										As part of the inventory, Business Solutions will be actively working with Business Customers to determine which - if any - applications can be retired



Safety

Protecting sensitive data is a key component of the BSS service.



Source? In future, track # of apps w/ Sensitive data and % of those apps that meet protection criteria



Innotas Data

		Id		Title		CJIS Data		HIPAA Data		PCI Data		PII Data		Other Confidential Data		Data Classification		Spatial Data

		671815327		800 Mhz		Yes		No		No		No		No

		695127360		ABT Interfaces		No		No		No		No		No

		590969496		ABT Interfaces (EBS/PeopleSoft)		No		No		No		No		Yes

		672753468		ABTUPLOAD		No		No		No		No		No		Sensitive

		1520243371		Academic Program SBH																								Confidential		48

		704252571		Accela - Selectron IVR to Accela		No		No		No		No		No														Confidential with Special Handling		1

		587754938		Accela Automation		No		No		No		No		No														Public		72

		704252547		Accela e-com interface		No		No		No		No		No														Sensitive		29

		704092009		Accela GL Interface		No		No		No		No		No

		1318714296		Access & Outreach		No		Yes		No		Yes		No

		1580111562		Access Control Module (ACM)

		671823515		Access Entry List		Yes		No		No		No		No

		671817423		Access Management		Yes		No		No		No		No

		583319382		Access to Recovery		No		Yes		No		Yes		No

		1304956301		Accident Inventory (aka Collisions)		No		No		No		No		No

		1316234256		ADAP-Data Acquisition Project On-Time Reporting

		1179277089		Address Search Web Service														Yes

		1123264456		Administrative Investigations Management		Yes		No		No		No		Yes		Confidential with Special Handling

		1537003723		Adobe Acrobat Reader v6

		695120592		Adopt-A-Road web map		No		No		No		No		No

		671123483		ADS Data		Yes		No		No		No		No

		1100052466		Advanced Search Tool		No		No		No		No		No		Sensitive

		1179277387		AerialMappingWorkflow														Yes

		1179277619		AE_Mosaic														Yes

		1528746875		AFIS - Live Scan

		749227186		AFIS - MNI Name Index		Yes		No		No		No		No

		1528748338		AFIS - Next Generation AFIS

		1552070864		AFIS Employee Database

		1552073462		AFIS IT Service Requests

		1528747591		AFIS Latent Evidence Request Tracking

		1552073468		AFIS Training Database

		583317350		Agency Report Tool		No		No		No		No		No

		1179277145		AgencyData														Yes

		1179277427		AgencyReview														Yes

		1550676460		Airport Cityworks

		1550676522		Airport_cwMapLayers map service

		695131549		AirScene (Airport Noise Abatement System)		No		No		No		No		No

		695120599		All Cams (Traffic Camera "all cams" page and image handler)		No		No		No		No		No

		1179277157		AllMetadataProcess														Yes

		1318086779		Alternative Ballot Format Tracking		No		No		No		No		No

		1318838136		Altova XMLSpy		No		No		No		No		No

		672750666		Anthem		No		No		No		Yes		Yes		Confidential

		1318838151		ANTS Memory Profiler		No		No		No		No		No

		1316231727		APC Coach Assignment		No		No		No		No		No

		1516967507		Appeals														Yes

		730850771		Aqurit		No		No		No		No		No		Confidential

		583317346		ARMSLink		No		No		No		No		No

		582830955		ARMSXP		No		No		No		No		No

		589237466		ASD Access Systems - Referral		No		No		No		No		No

		583320310		Assessment Center		No		Yes		No		Yes		No

		672755462		Assessor Images		No		No		No		No		No		Confidential

		1179277003		Assessor Tables Data Replication														Yes

		1179277008		Assessor Tables Extract to DBase														Yes

		590971642		ATIS (Automated Traveller Information System) - Customer Service		No		No		No		No		No

		590971650		ATIS (Automated Traveller Information System) - Trip Planner		No		No		No		No		No

		1303596192		ATIS (TREX) Export - WSS		No		No		No		No		No

		1303596197		ATIS (TREX) Export Process - Daily		No		No		No		No		No

		1552073486		ATLAS		No		No		No		No		Yes

		1537001902		Audit Central

		1316231451		Automatic Passenger Counter reports

		1318086794		AV attachment		No		No		No		No		No

		587754660		AV Barcode		No		No		No		No		No

		587754673		AV Batch Report		No		No		No		No		No

		587754678		AV Challenged Letters		No		No		No		No		No

		587754686		AV Insertion Upload		No		No		No		No		No

		587754701		AV Multiple Batch Upload		No		No		No		No		No

		587754693		AVC Update		No		No		No		No		No

		590971738		AVL - Roads		No		No		No		No		No

		1316231665		AVL Legacy

		1179277094		AvLibShp and AvLibImg														Yes

		1550649223		AVL_ETL_Live geoprocessing service

		1550649428		AVL_RoadSegment_route map WFS

		1550651952		AVL_SnowPlowAndSandingEvents map service

		1552073493		AWARE NISTPack

		704378715		Axway SecureTransport - Enhanced Managed File Transfer (MFT) Gateway		Yes		Yes		No		Yes		No

		1537003792		Backup Exec 12.5

		587754861		Ballot Return Statistics		No		No		No		No		No

		587754897		Ballot Tracker		No		No		No		No		No

		1318086797		Batch Tracker		No		No		No		No		No

		673285948		Benefits Case Log		No		No		No		No		Yes		Confidential

		792082223		Benthic Habitat Database		No		No		No		Yes		No		Public

		792082095		Bi-Cycle KPI Management Tool		No		No		No		No		No		Public

		689738090		Billing Input		No		No		No		No		No

		1552073499		BioSP

		1587111603		BizDocs

		1589641963		BizTalk Interface - DAJD-EPIC

		1589643478		BizTalk Interface - FSI-TCGRX

		1589644635		BizTalk Monitoring Tool

		1589736000		Biztalk Platform

		1514213014		BlueTeam		No		No		No		No		Yes

		1537003936		BlueZone

		1552073506		BMC Service Desk Express		No		No		No		No		No

		695127085		Bond Tracker		No		No		No		No		No

		625827378		Booking and Referral System BARS		No		No		No		No		No

		704252907		BOXI		Yes		No		No		Yes		No

		695127093		Bridges of King County		No		No		No		No		No

		1550654022		Bridges_and_Roads_at_Risk map service

		693236179		Brightwater Process Instrument database and reports		No		No		No		No		No

		1516968326		BTA

		1179277625		build_all_mosaics.py														Yes

		1179277630		build_idxp7500_dgm_v10_ws10.py														Yes

		1179277596		build_idxp7500_dgm_ws11_ASCII_LIST.py														Yes

		1179277606		build_tin_qc.py														Yes

		1550155073		Bus Qualification Editor

		1303596207		Bus-Time Reports		No		No		No		No		No

		1550667782		BusDriverRouteQualification map service

		597840500		BUSINESS LICENSING (RFS 1753)		No		No		No		No		No		Public

		590971780		Business Objects		No		No		No		No		No

		695131553		C-Cure 800/8000 (Access Control System)		No		No		No		No		No

		1318722052		CA ERWIN		No		No		No		No		No

		711629007		Cache Database		No		No		No		No		No

		1552073534		CAD - Command CAD		No		No		No		No		Yes

		1552073546		CAD - MobileCOM		No		No		No		No		Yes

		1552073558		CAD - Web CAD		No		No		No		No		Yes

		1552073564		CAD Maverick LVS Mapping		No		No		No		No		No

		587754708		Candidate Filing		No		No		No		No		No

		587754908		Candidate On Ballot		No		No		No		No		No

		600888256		Cardiac Case Review System (LSDF)		No		Yes		No		No		No

		587771650		Career Connections		No		No		No		Yes		No

		1520243376		CARES

		1318288303		CASA

		1537001842		Case Scheduling

		1537003810		Case Viewer

		1552073582		Cash Management		No		No		No		No		No

		600888219		CASS (Cardiac Arrest Surveillance System)		No		No		No		No		No

		583320211		CCS In/Out Board		No		No		No		No		No

		583320219		CCS Reports		No		Yes		No		Yes		No

		583320222		CCS Utilities		No		Yes		No		Yes		No

		583320242		CD Involuntary Treatment Services		No		Yes		No		Yes		No

		582830976		CDBG		No		No		No		No		No

		1179277422		Census American Community Survey Data Manager														Yes

		1179277434		Census Data Management														Yes

		587754881		Challenge Tracker		No		No		No		No		No

		672758370		Chameleon		No		No		No		Yes		Yes		Sensitive

		1537003292		Charity Auction

		1318714317		Children with Special Healthcare Needs		No		Yes		No		No		No

		1537003881		Cisco Systems VPN Client

		590971813		Citrix		No		No		No		No		No

		1179277162		CITY_3CO_AREA Build														Yes

		1552073594		Civil Serve		No		No		No		No		Yes

		625022032		Classification		Yes		No		No		No		No

		673282180		Classification Management Systems Front End Tool		No		No		No		No		No		Public

		600022847		Client Complaints  - JHS		No		Yes		No		No		No		Confidential

		600887947		Client Complaints - CHS		No		Yes		No		No		No		Confidential

		1318694719		Client Eligiblity Look-up		No		Yes		No		No		No

		1320347316		Client Matching Utility

		1179277057		Client Service's Project Services Tracking														Yes

		582831125		ClientTrack		No		No		No		Yes		No

		730869060		CodeSource		No		No		No		No		No		Sensitive

		1528733729		COMCOMCOR Community Corrections (RFS 2422)

		1179277167		COMMON_INTEREST_POINT build and Quality Assessment														Yes

		600022887		Communicable Disease Program Database - HCV Hep C		No		Yes		No		No		No		Confidential

		1299402990		Community Salmon Investigation		No		No		No		Yes		No		Public

		689737843		Community Service Centers		No		No		No		No		No		Public

		1316234235		Commute Trip Reduction

		1580830118		Commuter Van Online Orientation (CVOOS)

		1316241438		Comodo		No		No		No		No		No

		1179277443		CompareExtentLUT2Plibrary3Contents														Yes

		1179277410		CompareSchemaBatch														Yes

		1550151361		CompassTrac 5 Map Services

		673283319		Compensation Management Services - Internet App		No		No		No		Yes		No		Public

		1179277013		CompressDB														Yes

		1304956306		compressGeodatabase														Yes

		1310406095		CompressSDEGEODatabase-TNTPRD														Yes

		1310406091		CompressSDEGEODatabases														Yes

		1299389783		Conservation Futures		No		No		No		No		No

		689738099		Contact		No		No		No		No		No

		689738075		Contact Admin		No		No		No		No		No

		582830994		ContactXP		No		No		No		Yes		No

		1179277571		CONTOUR005_LINE children layer Build														Yes

		1179277587		ContourIndexSelect20.py														Yes

		695127122		ConTrack		No		No		No		No		No

		1316234262		Contract Payment System

		582830999		Contract Tracking		No		No		No		No		No

		583320238		Contract Tracking		No		No		No		No		No

		859697939		Contracts and Apprenticeship Report Tracking System		No		No		No		Yes		Yes		Sensitive

		1179277450		Control2Control														Yes

		1299402884		Conveyance Screening Program Data Collector		No		No		No		No		No

		1552073600		Coplogic		No		No		No		No		Yes

		1537001848		Core ECR

		1537003264		Correspondence Database

		1303596212		Cost Allocation Model: Middle-tier & Database		No		No		No		No		No

		1303596151		Cost Allocation Model: UI		No		No		No		No		No

		1516975434		CoStar

		689737853		County Archives Records Database  (RFS 3687)		No		No		No		No		No		Public

		671146962		Court Detail Keys and Lockers		Yes		No		No		No		No

		1552073607		CPL (Concealed Pistol License) database		No		No		No		No		No

		1304956338		CreateMOGeocodeIndex														Yes

		1179277172		CreateTwnLYR														Yes

		1552073617		CRIMES (DAJD)		No		No		No		No		Yes

		1537003330		Criminal Arraignment Date

		1537003335		Criminal File Date

		671117218		Criminal Investigations (CIPS)		Yes		No		No		No		No

		1537001914		CRIMS

		583321954		Crisis and Commitment Services		No		Yes		No		Yes		No

		583320252		Crisis Triage Unit		No		Yes		No		Yes		No

		1320717482		CRM - Assessors

		1320714972		CRM - DES - Public Records Group

		1320718779		CRM - DOT - Community Relations

		1320717040		CRM - Elections

		1520843199		CRM - Exec - Constituent Relations

		1320715907		CRM - Exec – External Govt. Relations

		1320718137		CRM - I-Net Service Deployment

		1529438167		CRM - Outlook Plugin

		1320706823		CRM Dynamics / CRM Platform

		906941789		CSDDocuSign		No		No		No		No

		590971829		CSR Web access		No		No		No		No		No

		1516974783		Current Use

		1582174620		Customer Comments and Contacts (C3)

		1537003729		Cute PDF Writer

		1550150350		cwMapLayers Map Service

		1537003774		Daeja Viewer

		1531648190		Daily Cash

		1589646134		DAJD Access Databases (Parent)

		671089957		DAJD Forms Log		No		No		No		No		No

		749224599		DAJD Internet		No		No		No		No		No

		631411014		DAJD KCCF Key Inventory System		No		No		No		No		No

		1528732462		DAJD Web Support  (RFS 3672)

		1316234304		DART Service Planning Spreadsheets

		1537003356		Data Warehouse

		711361037		DatStat Illume		No		Yes		No		No		No

		1537003741		DB2 Connect

		1179277178		DBInventory														Yes

		1038135878		DCHS Datamart		No		No		No		No

		1104617931		DCHS EBS Integration Hub		No		No		No		No

		582831129		DDDI		No		No		No		Yes		No

		1179277022		DDES Addresses Data Load from Text														Yes

		600023112		Death Certificate Control		No		Yes		No		No		No		Confidential

		600888205		Defibrillation Analysis (desktop) CodeStat(Visio Control), Event Review (Phillip		No		No		No		Yes		No

		1316241448		Dell SecureWorks		No		No		No		No		Yes

		1537001872		Delta Viewer

		588583533		DES - TRN  REAL PROPERTY  N/A UPDATE  (RFS 351)		No		No		No		No		No

		588583615		DES PMM  PBS - MISC RECEIVABLES  (RFS 2216)		No		No		No		No		No

		588596628		DES PRM  PBS RECEIVABLE MGMT  (RFS 2217)		No		No		No		No		No

		588583586		DES TRB  TAX BALANCING   (RFS 371)		No		No		No		No		No

		588583565		DES TRE  REAL PROPERTY INQUIRIES  (RFS 353)		No		No		No		No		No

		588583603		DES TRF  TAX FORCLOSURE (RFS 934)		No		No		No		No		No

		588581554		DES TRL  LID-LOCAL IMPROVEMENT DISTRICT  (RFS 356)		No		No		No		No		No

		588583537		DES TRP  PERSONAL PROPERTY - TRP   (RFS 352)		No		No		No		No		No

		588583571		DES TRR  REAL PROPERTY STATEMENT & ROLL   (RFS 354)		No		No		No		No		No

		588583549		DES TRT  REAL PROPERTY RECEIPTS   (NOT RFS 353)		No		No		No		No		No

		1537003916		Desktop Central

		1303596230		Destination Tool (WebTools): Middle-tier & database		No		No		No		No		No

		1305794884		Destination Tool Roll Syncing process

		625126794		Detention Billing DBIS		Yes		No		No		No		No

		1179277183		DictionaryExtracts														Yes

		590971858		Digital Communication Computers		No		No		No		No		No

		1552073623		Digital Crimescene (Latent)

		1552073629		Digital CrimeScene DIMS		No		No		No		No		Yes

		1318288278		DISA

		695127128		Discretionary		No		No		No		No		No

		590971871		Dispatch UI		No		No		No		No		No

		1303596243		Dispatch: TREX/Dispatch Interface Process		No		No		No		No		No

		1318694725		Dispensary		No		Yes		No		No		No

		704252591		District Court Online Records		Yes		No		No		Yes		No

		1536869066		DJA Parent Portfolio

		1537003303		DJACRS

		1320349442		DMHP Mobile

		588599224		DNRP SWM SURFACE WATER MANAGEMENT (RFS 1645)		No		No		No		No		No

		588583697		DOA ASC  CERTIFICATION - ASC  (RFS 330)		No		No		No		No		No

		704252934		Docket Call		No		No		No		No		No

		1100103173		DOE Algal Toxin Reporter		No		No		No		No		No

		689737945		DOT-Roads Engineering, Bridges		No		No		No		No		No

		1537003893		DoubleTake

		1522379930		DPER - CATS

		671151174		DPSR		No		No		No		No		No

		711361434		Dragon Naturally Speaking		No		No		No		No		No

		1550651611		Drainage Projects map service

		695127139		Drainage Tracker		No		No		No		No		No

		695127145		Drainage Tracker, Financial		No		No		No		No		No

		1550149024		Drainage Work Order Append

		792082269		Duvall Water Balance		No		No		No		No		No		Public

		582831017		DWP		No		No		No		Yes		No

		582831021		DWP Reports		No		No		No		Yes		No

		689737860		E-Donations - (pet license) Web Application		No		No		No		No		No		Public

		704252914		E-Filing		No		No		No		No		No

		1522381185		E-Tax (RFS 3291)

		689737965		E911 Street Address Guide		No		No		No		No		No

		590971895		EAM - Enterprise Asset Management		No		No		No		No		No

		590971900		EAM Databridge		No		No		No		No		No

		1551323698		EAM map service

		590971914		EAM Report Server		No		No		No		No		No

		1550957624		EAMBuffer geoprocessing service

		1550958272		EAMWorkOrder geodata service

		590971920		EAM_CS		No		No		No		No		No

		1516968104		eAppeals

		1520243381		eCBD NorComm

		1520243386		eCBD ValleyComm

		689737970		eComm Payment Engine		No		No		No		No		No

		704252758		eCopy		No		No		No		No		No

		1537001908		ECR Online

		1537001933		ECR Online Admin web site

		1537001860		ECR Reports

		1516975618		eData

		1550652733		EditEventsBackgroundProd map service

		1550653011		EditEventsFeaturesLayersProd map service

		1550653502		EditEventsProd map service

		1532751244		EDMS - DCHS

		1532753594		EDMS - DOA

		1532751471		EDMS - DPH

		1532193043		EDMS - Electronic Document Management System (EDMS)		Yes		Yes		No		Yes		Yes				No

		1532753837		EDMS - KCSC

		600023123		EDRS State Death System		No		Yes		No		No		No		Confidential

		1537001854		Efiling

		1537003282		Efiling Authentication

		1537003298		eForms (Form/Order template) for eOrders and EFiling

		1520243391		EHS Portal

		1531666380		Elections Web Support

		1537003386		Electronic Clerks Minutes

		704252779		Electronic Tickets		No		No		No		Yes		No

		1516975521		Electronic Valuation Notices

		1516968478		eListing

		1318641606		eLODI		Yes		Yes		No		Yes		Yes		Confidential

		695131562		ELVIS (Digital Voice Data Recorder)		No		No		No		No		No

		1563084951		Email2DB

		1516975790		eMap

		600888327		EMDQI (Dispatch QI) (desktop)		No		No		No		Yes		No

		600888331		Emergency Medical Dispatch (Criteria Based Dispatch- CBD)		No		No		No		No		No

		583320275		Emergency Services Patrol		No		Yes		No		Yes		No

		1318694728		eMIRF Electronic Medical Incident Report Form		No		Yes		No		No		No

		1572257172		Employee Time Tracking System (ETTS)

		1179277063		Employee Training Database														Yes

		600888197		EMS Budget Reporting (desktop)		No		No		No		No		No

		1520243396		EMS Data Collection / Repository

		1520243401		EMS KC MedicOne

		600888335		EMS On-Line		No		No		No		No		No

		1520243406		EMS QI / Airway

		1520243411		EMS RSS

		1282796898		Encompass		No		No		No		Yes		No		Sensitive

		1179277392		EnterpriseSDCPosting														Yes

		1303596248		Enunciator Tool (Web Tools) : Middle-tier & Database		No		No		No		No		No

		590971934		Enunciator Tool (Web Tools): UI		No		No		No		No		No

		1305794912		Enunciator Tool Roll Syncing process

		1318086800		Envelope Review Handsfree		No		No		No		No		No

		654644891		EnviroStars CoOp		No		No		No		Yes		No		Sensitive

		654660534		EnviroStars.org		No		No		No		No		No		Sensitive

		600022616		Envision Connect		No		No		No		Yes		No		Sensitive

		1318694736		EPIC		No		Yes		No		Yes		No

		1520243421		EPIC Business Intelligence

		1520243416		EPIC Interfaces

		704299886		ePolicy Orchestrator		No		No		No		No		Yes

		1590255715		EPORT – Transit reporting database

		1299402955		Equity and Social Justice iMap		No		No		No		No		No

		1516975562		eRealProperty

		672756405		eRecording 2010		No		No		No		Yes		No		Confidential

		695127151		ESA 4D Checklist		No		No		No		No		No

		1516975572		eSales

		1552073648		ESChat (Android app)		No		No		No		No		No

		1552073654		eSOPH		No		No		No		No		Yes

		625820270		eSuperform		Yes		No		No		No		No

		1537003380		eTool for Financial & Eservice groups

		695127156		ETrack - Emergency Event Tracker		No		No		No		No		No

		1303596170		eTrack Accident Tracking		No		No		No		No		No

		1516974861		Exemptions

		1537001890		ExParte Print Queue

		1537003288		Exparte via the Clerk Master List

		1550653835		ExportToPDF geoprocessing service

		1550668801		ExportWebMap map service

		583320254		Extended Client Lookup System		No		Yes		No		Yes		No

		1179277188		ExtentIndex														Yes

		1179277460		ExtentLUT														Yes

		583320263		Extraordinary Occurrence		No		Yes		No		Yes		No

		600888282		Falls Program (desktop)		No		Yes		No		No		No

		1528720369		Family Law Confirmations

		1318288322		Family Treatment Court

		695131620		FASTER - Fleet Management System		No		No		No		No		No

		695131626		FASTER - Mobile Client System		No		No		No		No		No

		1581924413		Faster Web

		1516068147		FBOD Value Stream Metrics		No		No		Yes		No		No		Sensitive		No

		1528870446		FBOD Value Stream Metrics

		1316234268		Federal System for Award Management Website

		1179277099		Federal Way Public Schools Director Districts														Yes

		1179277112		Federal Way Public Schools locator														Yes

		1516067298		Finance Platform Information Center		No		No		No		No		No		Public		No

		600022186		Financial Forecasting		No		No		No		Yes		No		Sensitive

		695131607		Fireprograms (Fire Dept. Management Software)		No		No		No		No		No

		671153927		Fixed Assets		Yes		No		No		No		No

		1316234307		Fleet Plan

		1537003324		FLMCO

		1516973865		Floating Homes

		591295963		Flood Photo Viewer		No		No		No		No		No

		1299402819		Flood Warning App		No		No		No		No		No

		1284723676		FMD Acquisitions Database		No		No		No		No		No		Public

		600022255		FMLA/ KCFMLA Database		No		No		No		Yes		No		Sensitive

		671826656		Forms and Documents		Yes		No		No		No		No

		600887939		Foundational System, Inc. (FSI - Pharmacy System)		No		Yes		No		Yes		No		Confidential

		1589606138		FPIC - Finance Process Imp

		1179277465		FTPData														Yes

		1537003816		FTR Gold Player

		1537003822		FTR Gold Player

		695131651		FuelForce		No		No		No		No		No

		591294588		Generic Employee database		No		No		No		Yes		No		Public

		591294592		Generic Forms Application		No		No		No		No		No

		1179277068		GIS Data Distribution Application														Yes

		1179277035		GIS Data Locator Data Replication														Yes

		1179277470		GIS Data Portal														Yes

		1179277193		GIS Data Search Tools														Yes

		632245790		GIS Toolbox		No		No		No		No		No				Yes

		1550669153		GIS Toolbox Replacement		No		No		No		No		No				Yes

		1305794937		GIS/TREX Interface Process

		1304956309		GIS2Atis														Yes

		1537003270		GoToMyPC

		1552073678		GovQA		No		No		No		No		No

		1318090442		Granicus		No		No		No		No		No		Public

		1518476570		Green Building Tracking and Reporting System

		591295971		Groundwater Well Data		No		No		No		Yes		No

		1299402842		Grow Smart, Grow Safe		No		No		No		No		No		Public

		1299403074		Grow Smart, Grow Safe - App		No		No		No		No		No		Public

		1303596278		GTFS (General Transit Feed Specification) Export Process		No		No		No		No		No

		1305795419		HASTUS Accrual Quotas

		1305794972		HASTUS Chief Assignments Interface

		1305794989		HASTUS Deadhead Routing Instructions Interface

		1305794996		HASTUS Employee Diffs

		1305795021		HASTUS Employee Info Interface

		1305795064		HASTUS Employee Movement Interface

		1305795080		HASTUS Last Date Driven process

		1305795086		HASTUS Payroll interface

		1305795111		HASTUS Pick Preference Rollover Process

		1305795154		HASTUS Reports (100+)

		1305795183		HASTUS Runcard report process

		1305795209		HASTUS Shakeup Relief Process

		1305795223		HASTUS Special Quals Interface

		1305795248		HASTUS Statistics Interface

		1305795307		HASTUS TOQS Qualification Pay Time Interface

		1305795268		HASTUS TOQS Qualifications Interface

		1303596366		HASTUS Transit Operator Qualifications: Middle-tier & Database

		1305795330		HASTUS TREX Employee Accruals Interface

		1305795348		HASTUS TREX Employee Updates Interface

		1305795376		HASTUS/MCS Chief Assignments interface

		1305795385		HASTUS/MCS Operator Assignments Interface

		1305795401		HASTUS/TREX Places Interface

		1305795424		HASTUS/TREX Schedule Interface

		1305795436		HASTUS/TREX Specials Interface

		1316234271		Have-a-Say Website

		654659413		Haz Integrated DB and Security Admin		No		No		No		No		No		Sensitive

		1518475016		Hazardous Waste Directory

		599967946		HCCS - HIPAA		No		No		No		No		No		Public

		709525888		HCD EBS Project Data		No		No		No		No		No

		600887993		HCHN - Healthcare for the Homeless Network		No		Yes		No		No		No		Confidential

		582831029		HFP / Annual Reports		No		No		No		No		No

		583320297		High Utilizer		No		Yes		No		Yes		No

		1516975197		Historic Exemptions

		1179277481		HistoricData														Yes

		600022950		HIV Aids Drug Resistance (VARHS)		No		Yes		No		No		No

		1318694753		HIV Core Surveillance		No		Yes		No		No		No

		600022974		HIV Incidences		No		Yes		No		No		No

		1318694764		HIV Prevention State		No		Yes		No		No		No

		583325790		HOMER		Yes		No		No		Yes		No

		1537003860		HP P4000 Centralized Management Console

		792147169		HPP Cultural Resources Request Tracker		No		No		No		Yes		No		Confidential

		590972004		HR Laserfiche		No		No		No		No		No

		582831033		HRPXP		No		No		No		Yes		No

		673284082		Human Resources Data Repository		No		No		No		No		Yes		Confidential

		672017069		Hyperion		No		No		No		No		No

		600887956		i2i tracks		No		Yes		No		No		No		Confidential

		1552073707		IAPro		No		No		No		No		Yes

		583320351		IBM Sterling Integration Suite		No		Yes		No		Yes		No

		730791061		iComp		No		Yes		No		No		Yes

		1552073713		iCompass		No		No		No		No		No

		1313830891		ICW Credit Report

		1537003691		IDM Viewer

		589233281		IIU Case Management System		Yes		Yes		No		No		No

		695127170		iLIB		No		No		No		No		No

		695131575		Illuminar Learning Management System (ILMS)		No		No		No		No		No

		1179277122		iMAP														Yes

		1514213004		Incident Reporting & Investigation System		No		No		No		No		Yes

		600022151		Incident/Accident Access Database		No		Yes		No		No		No		Confidential

		671819026		Incidents		Yes		No		No		No		No

		1550161607		IndexGISPRD

		1516975378		Indicated Ratio

		1318694768		Infant Mortality (HOPE)		No		Yes		No		No		No

		600888084		InfoLinx		No		Yes		No		No		No		Confidential

		1310406108		InforEAM														Yes

		625804906		Ingress		Yes		No		No		No		No

		589233290		Inmate Phone System		No		No		No		No		No

		589233244		Inmate Trust Fund		No		No		No		No		No

		1310406084		InMotion														Yes

		1550668151		InMotion map service

		583320307		Inpatient		No		Yes		No		Yes		No

		704238323		Input ACCEL		No		No		No		No		No

		1552073719		IntelliAdmin Enterprise		No		No		No		No		No

		704238227		Interpreter Web		No		No		No		Yes		No		Public

		671178430		Inventory Orders		No		No		No		No		No

		695131655		Invers		No		No		No		No		No

		583320240		Invoice Processing		No		No		No		No		No

		1516966930		iRealProperty														Yes

		695131566		Island Boy plus (Fuel Management System)		No		No		No		No		No

		672752609		Isol Helper		No		No		No		Yes		No		Confidential

		704252801		IT Help Desk		No		No		No		No		No

		605305257		IT Portfolio Management System		No		No		No		No		No

		582831142		IT Request		No		No		No		No		No

		600022596		IVR - Environmental Health		No		No		No		No		No		Public

		693234703		IW PIMS  Reports		No		No		No		No		No

		693233144		IW PIMS Application		No		No		No		No		No

		704252897		Jabber		No		No		No		No		No

		1318091533		JABS		Yes		No		No		Yes		No

		704252718		Jail		Yes		No		No		Yes		No

		625778902		Jail Inmate Lookup Service		Yes		Yes		No		No		No

		600022780		Jail Inmate Lookup Service(JILS)		No		Yes		No		No		No		Confidential

		600022804		Jail Psyche Evaluators		No		Yes		No		No		No		Confidential

		625137059		JAMMA		Yes		No		No		No		No

		693045099		JBRS Interface		No		No		No		No		No

		1528741941		JEMS / CRIMES MugShot (RFS 2378)

		590972009		JEM_SQL		No		No		No		No		No

		600022791		JHS Medication Packaging Interface		No		Yes		No		No		No		Confidential

		1531706671		JJWEB / JIMS - DAJD (RFS 3691)

		1531701530		JJWEB / JIMS - KCSC (RFS 3693)

		1531698821		JJWEB / JIMS - PAO (RFS 3692)

		1537003673		JRS

		1537003258		JRS All 5

		1537003374		JRSConvertor

		1537003368		Judge Transfers

		587754930		Jurisdiction Survey		No		No		No		No		No

		704238262		Jury Management		No		No		No		Yes		No		Public

		1318288311		Jury Management System

		704252695		Justice Information System		Yes		No		No		Yes		No

		1537003340		Juvenile Arraignment Date

		1537003345		Juvenile ARY

		1537003350		Juvenile Truancy

		1537003313		Karpel Interface

		672744149		KC Electronic Records Management System (ERMS)		No		No		No		No		No

		1536927307		KC/SPU Combined Sewer Overflow Status Viewer												Public		Yes

		730859473		KCARP		Yes		No		No		No		No		Public

		1179277051		KCATableUpdate														Yes

		1179269464		KCGisDateStamper														Yes

		1179269469		KCGisDateStamperAddin														Yes

		641291200		KCMS - Case Management System		No		Yes		No		No		No

		582831065		KCVP (VIBE)		No		No		No		Yes		No

		1522206683		Keefe Inmate Financials (vendor system)

		671174920		Key Master		No		No		No		No		No

		1179277635		KeyRegionGridByResample.py														Yes

		1588257345		King County Airport Property Management System										Yes				Yes

		1550648239		KingCo_Adopt_A_Road map service

		1179277198		KINGCO_AREABuild														Yes

		1550652459		KingCo_Road_Alerts map service

		1550653969		KingCo_TrafficCounts map service

		1537003786		Kix Scripting or KIX

		590972013		KRONOS		No		No		No		No		No

		687107945		Lab Coordinate Converter		No		No		No		No		No

		693224418		Lab CTD Data Loader		No		No		No		No		No

		687117182		Lab CTD Data Viewer		No		No		No		No		No

		687118913		Lab Data File Dispatcher		No		No		No		No		No

		1517796038		Lab Electronic User Request

		693231679		Lab Executive Information System		No		No		No		No		No

		687103420		Lab Fixed Assets		No		No		No		No		No

		687711269		Lab Intranet Site		No		No		No		No		No

		693197757		Lab Report Generators & LIMSQC Reporter		No		No		No		No		No

		1517795798		Lab SAP

		1517795895		LAB SOP

		693209805		Lab Work Plan System		No		No		No		No		No

		687131919		Laboratory Information Management System and Instrument Data Processors		No		No		No		No		No

		1537003804		LANDesk Agent  -- KCIT Agent

		1531581806		LanDesk Asset Management

		588331870		LanDesk Service Desk		No		No		No		No		No

		1552073727		Latent Information File Tracker

		671836365		Laundry Item		No		No		No		No		No

		1179277487		LayersFileCreate														Yes

		1179277203		LayersXMLCreate														Yes

		582831069		Learning Center North		No		No		No		Yes		No

		789540211		Learning Center South		No		No		No		Yes

		1581273295		Lease Management

		1318643170		Legal Files		Yes		Yes		No		Yes		Yes		Confidential with Special Handling

		1319406172		Legal Files		Yes		No		No		Yes		Yes

		1318090428		LegalFiles - Case Mgt System		No		No		No		No		No		Public

		1318090452		Legistar		No		No		No		No		No		Public

		1516975299		Levy

		1313829831		LF Pleadings and Labels

		1313830344		LF Reports

		654649481		LHWMP Extranet		No		No		No		Yes		No		Sensitive

		591295988		LHWMP Hazardous Waste Project Tracker		No		No		No		Yes		No

		654651691		LHWMP IRAC		No		No		No		No		No		Public

		591295885		LHWMP Moderate Risk Waste application		No		No		No		Yes		No

		655447319		LHWMP.org		No		No		No		No		No		Public

		1179276977		LibTool														Yes

		711562009		LIFENET Connect Software Package		No		No		No		No		No		Confidential

		693227907		LIMSView Portal		No		No		No		No		No

		590972017		LINK Light Rail Reports		No		No		No		No		No

		1552073733		LInX (The Naval Criminal Investigative Service (NCIS))		No		No		No		No		Yes

		1552073739		Livescan Controller

		1552073754		Livescan customization

		591057037		Localize on Sustainability		No		No		No		No		No		Public

		1516975673		LocalScape

		671832343		Lockers		No		No		No		No		No

		1318090437		Lockheed Martin - Intranet Quorum		No		No		No		No		No		Public

		590972027		LotusNotes		No		No		No		No		No

		1528710872		LSJ-I Application

		1528716435		LSJ-I Application - DAJD (RFS 3682)

		1528714214		LSJ-I Application - KCSO (RFS 3684)

		1528715527		LSJ-I Application - PAO (RFS 3683)

		590972073		M5 - Interfaces		No		No		No		No		No

		590972043		M5 - Link Light Rail		No		No		No		No		No

		590972054		M5 - Rideshare Operations		No		No		No		No		No

		590972066		M5 - Vehicle Maintenance		No		No		No		No		No

		1305795484		M5 Bus Information Interface

		1305795497		M5 RideShare Fuel Card Interface

		1305795515		M5 RideShare Odometer Interface

		1305795553		M5/Dispatch Vehicle Status Interface

		1303596487		M5/EBS GL Interface - Middle-tier		No		No		No		No		No

		1305795565		M5/PeopleSoft Payroll Interface - Middle-tier

		1305795580		M5: Dispatch Mileage Increment Interface

		1316241443		MAAS360		No		No		No		No		No

		582831133		Mail Database		No		No		No		Yes		No

		1179277493		MakeSidPrjFile														Yes

		1516975481		Marshall & Swift Cost Engine

		704238209		Master Calendar		No		No		No		Yes		No		Public

		689738079		Master Page Template		No		No		No		No		No

		583320322		Master Person		No		Yes		No		Yes		No

		695131580		Maximo		No		No		No		No		No

		777516796		Maximo		No		No		No		No		Yes		Public

		1537003752		McAfee Agent

		1537003763		McAfee Host Intrusion Prevention

		704304571		McAfee Host Intrusion Protection System		No		No		No		No		No

		1537003768		McAfee SiteAdvisor

		1537003758		McAfee VirusScan Enterprise

		1320348793		MCO Data Exchange

		1316234310		MEDIC

		711603991		Medic One Fleet.mdb		No		No		No		No		No		Confidential

		1590257182		Medicaid Claims Reporting

		600023007		MEO DEXIS XRay		No		Yes		No		No		No		Confidential

		600023013		MEO Indigent DB		No		Yes		No		No		No		Confidential

		587754924		Messaures On Ballot		No		No		No		No		No

		1552073775		MetaMorpho (AFIS)

		590972079		Metro Customer Service System		No		No		No		No		No

		672757324		Microfilm Scan		No		No		No		No		No		Sensitive

		1537003828		Microsoft Life CAM

		1537003780		Microsoft Lync/Skype 2013

		583320320		MIDD		No		Yes		No		Yes		No

		1179277651		MigrateLYRFilesFromSDWToHistoricData														Yes

		1589600390		Minisis - Archives Managment

		588583723		MISC REAL PROPERTY SS   (RFS 331)		No		No		No		No		No

		588583727		MISC REAL PROPERTY SS   (RFS 331)		No		No		No		No		No

		588583731		MISC REAL PROPERTY SS   (RFS 331)		No		No		No		No		No

		600023000		MMP Medical Monitoring		No		Yes		No		No		No		Confidential

		1550149805		MMS-Asset Quantities Export

		1516973896		Mobile Homes

		590972194		MOBILE-PLAN		No		No		No		No		No

		590972242		MOBILE-STOPinfo		No		No		No		No		No

		590972099		MobileGuard		No		No		No		No		No

		590972178		MOBILEic		No		No		No		No		No

		590972184		MobileITCS		No		No		No		No		No

		590972203		MobileReports		No		No		No		No		No

		590972207		MobileStatistics		No		No		No		No		No

		590972217		MobileStopInfo		No		No		No		No		No

		590972254		MobileSurvey		No		No		No		No		No

		695127191		Mobility		No		No		No		No		No

		1537003921		Monarch

		1537003667		Monitor.Net

		600888187		MOOL (Fire Med Net)		No		No		No		Yes		No		Confidential

		1552073787		MorphoMobile

		587754721		Motor Voter Attachment		No		No		No		No		No

		590972262		Motorola DCOM (Data Communications)		No		No		No		No		No

		704252867		MRJC to Kent Video Arraingment		No		No		No		No		No

		671837906		MSDS Sheets		Yes		No		No		No		No

		695127195		MyCommute (Formerly Road Alert Viewer)		No		No		No		No		No

		1537003679		MYOB

		1316234280		NCIC Database

		600888002		Needle Exchange (NE.exe)		No		Yes		No		No		No		Confidential

		1303596180		Neighborhood Pages		No		No		No		No		No

		695127205		NetID		No		No		No		No		No

		689738104		NetID Ecomm		No		No		No		No		No

		1552073793		NetMotion Mobility				No

		704301423		NeXpose PCI Vulnerability Scanner		No		No		No		No		No

		704300781		Nexpose Vulnerability Manager		No		No		No		No		No

		695131589		Noise Monitoring System Servers (NMS)		No		No		No		No		No

		1179277498		NonKCGISCatalog														Yes

		1179277510		NonKCGISCommission														Yes

		1179277235		NonKCGISDataPostRep														Yes

		1179277515		NonKCGISMetadata														Yes

		1179277535		NonKCGISResource														Yes

		1179277544		NonKCGISTOC														Yes

		1299402833		Noxious Weeds Combined Database System		No		No		No		No		No

		1299389766		Noxious Weeds Survey Data Collector		No		No		No		No		No

		1316234286		NTD-FTA

		1316234289		NTD-KCM

		792082040		NW Toxic Algae		No		No		No		Yes		No		Public

		1303596161		OBSCCS Export Tool		No		No		No		No		No

		1552073799		Offender Watch				No

		1537003717		Office 2010 Suite

		1537003712		Office 2013 Suite

		1552073811		Omnixx		Yes		No

		1580880011		On Board Systems

		1303594666		On the Job Injury Tracker		No		No		No		No		No

		695131673		On-Line Repair Manuals		No		No		No		No		No

		1537003941		OnBase

		705296662		OneSign		No		No		No		No		No

		689738112		Online Directory		No		No		No		No		No

		1303596101		Online Participant Agreement		No		No		No		No		No

		704252958		Online Payments		No		No		Yes		No		No		Public

		792082187		Online SWM Calculator		No		No		No		No		No		Public

		1179277252		ONSITESEPTIC Build														Yes

		1537003887		OpenFiler

		1318694796		Openlink (Interface)		No		Yes		No		No		No

		730864559		OpenText Alchemy		No		No		No		No		Yes		Confidential

		672006241		Oracle E-Business Suite (EBS)		No		No		Yes		No		No

		1303596543		ORCA Back-office Data Lookup Tool: Middle-tier & database

		1305795602		ORCA Back-office Download Process

		1303596106		ORCA BOC Lookup Tool (Web Tools): UI		No		No		No		No		No

		1303596111		ORCA Lift (Web Tools): UI		No		No		No		No		No

		1305795453		ORCA Low Income Fare (Middle-tier)

		1310406118		ORCA_Zones														Yes

		1550667997		Orca_Zones map service

		600023021		PACS XRAY System (Medical Examiner)		No		Yes		No		No		No		Confidential

		1537003697		Panagon Capture

		591295993		Parcel Alert Lookup System (PALS)		No		No		No		Yes		No

		1179277128		Parcel Reports														Yes

		1179277135		Parcel Viewer														Yes

		792147138		Parks Dynamics CRM Application		No		No		No		Yes		Yes

		1518477273		Parks Facility Scheduling System

		792082129		Parks MMS - Lucity		No		No		No		No		No		Public

		591057091		Parks TRS Reporting		No		No		No		No		No

		695131598		Passur (Aircraft Landing fee Management System)		No		No		No		No		No

		1537003833		Password Safe

		1316234313		Pathway Review

		583320335		Payment		No		No		No		No		No

		589233294		Payroll Scanning System		No		No		No		No		No

		588583828		PBS APP INFO-PAI  (RFS 302)		No		No		No		No		No

		588583811		PBS APPRAISAL  (RFS 301)		No		No		No		No		No

		588583840		PBS ASSESSOR DATABASE		No		No		No		No		No

		588583784		PBS DATABASE - ATP  (RFS 2214)		No		No		No		No		No

		588583665		PBS PERSONAL PROPERTY APP  (RFS 304)		No		No		No		No		No

		588583832		PBS PROP INDENTIFICATION   (RFS 302)		No		No		No		No		No

		588583836		PBS SYSTEM INTERFACE  (RFS 302)		No		No		No		No		No

		1537003850		PC Anywhere

		583320342		PDL		No		Yes		No		Yes		No

		600022856		PEARL		No		Yes		No		No		No		Confidential

		671486319		PeopleSoft		No		Yes		Yes		Yes		No

		599451467		Perinatal Hepatitis B Tracking System		No		Yes		No		No		No		Confidential

		1516974662		Permits

		582831153		Personnel		No		No		No		Yes		No

		689737866		Pet License Web Application (e-Pet)		No		No		No		No		No		Public

		689737875		Pet Licensing IVR		No		No		No		No		No

		600022143		PH  Portal Reporting		No		Yes		No		No		No		Confidential

		600022914		PHIMs		No		Yes		No		No		No		Confidential

		600888098		PHIS Lookup		No		Yes		No		No		No		Confidential

		587754783		Phone Bank		No		No		No		No		No

		587754789		Phone Bank Reviewer		No		No		No		No		No

		1537003927		Pitney Bowes Envelope Designer

		1516974450		Plat Editor

		1179277258		Plibrary2Snapshot														Yes

		1304956341		PlibraryToTransitShape														Yes

		1179277263		PLSS_SUITEBuild														Yes

		704252833		Polycom Auburn		No		No		No		No		No

		590972274		POS, Online Pass Sales		No		No		No		No		No

		1516975076		PostingApps

		1179276986		PostRep														Yes

		673285662		Pre Employment Screening		No		No		No		No		Yes		Confidential

		1179276991		Preapp_to_approved														Yes

		600888109		Preprinted Labels		No		Yes		No		No		No		Confidential

		625013451		Pretrial Management		Yes		No		No		No		No

		671827614		Printer and Faxes		No		No		No		No		No

		683714341		PRISM (DNRP)		No		No		No		No		No		Public

		1316234292		Prism Picks

		749222009		Pro-Se		No		No		No		No		No

		600888227		ProClarity		No		Yes		No		No		No

		662612079		Procurement Administration		No		No		No		Yes		Yes		Sensitive

		644061903		Procurement Online Vendor Registration		No		No		No		Yes		No		Sensitive

		672734119		Procurement Web Services		No		No		Yes		Yes		No		Sensitive

		1179277269		Project Image Library														Yes

		1316234295		Project Information Center

		1516103556		Property Tax Refund Tool		No		No		No		Yes

		1224382624		Proprofs		No		No		No		No

		1516974992		PropTypeChange

		1318643131		PROSECUTORbyKarpel		Yes		Yes		No		Yes		Yes

		689737882		Public Disclosure		No		No		No		No		No		Public

		1537001884		Public Print Queue (Kent)

		1537001878		Public Print Queue (Seattle)

		694201854		Public Workstation		No		No		No		No		No		Sensitive

		1304956312		Publish Transit Objects														Yes

		1179277214		PublishLYRFiles														Yes

		1304956344		Publish_GIRO_1														Yes

		1304956347		Publish_GIRO_2														Yes

		646145526		Puget Sound Stream Benthos		No		No		No		No		No		Public

		1550149227		QC Checks

		671834242		Quarter Master		No		No		No		No		No

		1552073830		Questys CMX				No

		695131660		QuickBooks		No		No		No		No		No

		695131603		Quickbooks (Airport billing Data)		No		No		No		No		No

		625729794		Quiz		Yes		No		No		No		No

		1552073845		RAIN		Yes		No

		1520243431		RAIN (former ROC)

		1552073853		Rapid Responder				No

		1179277274		RasterMetadataPublish														Yes

		1179277279		RastStat_7500														Yes

		600888231		RDC Data Warehouse		No		Yes		No		No		No

		1316234316		Real Estate Database

		588583795		REAL PROPERTY  RECEIPTS (RFS 560)		No		No		No		No		No

		588583780		REAL PROPERTY -CANC/SUPPL   (RFS 345)		No		No		No		No		No

		1522381099		REAL PROPERTY -CANC/SUPPL (RFS 817)

		588583715		REAL PROPERTY LEVY EXTRACT		No		No		No		No		No

		588583719		REAL PROPERTY REVALUES		No		No		No		No		No

		588583756		REAL PROPERTY SEG/MERGE  (RFS 341)		No		No		No		No		No

		689738159		REAL PROPERTY SEG/MERGE (RFS 813)		No		No		No		No		No

		588583711		REAL PROPERTY TIMBER		No		No		No		No		No

		1179277549		REALPROP_AREABuild														Yes

		689738164		Record Center Database		No		No		No		No		No		Public

		1528869463		Recorders Software

		1531674715		Records Licensing Web Support

		672754407		REETA Affidavit Submit		No		No		No		Yes		No		Sensitive

		671143955		Referral Tracking		Yes		No		No		No		No

		1520243436		Refugee Screening

		1516975260		Refunds

		590972331		Regional Fare Coordination (ORCA)		No		No		No		No		No

		583320344		Report Application		No		Yes		No		Yes		No

		582831104		Report Card		No		No		No		No		No

		1537003319		Report Modules

		671141753		Reporting Centers		Yes		No		No		No		No

		1299402898		Research Center Request		No		No		No		No		No		Public

		730841751		Resource IQ2		No		No		No		No		Yes		Public

		1179277286		ResourcesIndexCreate														Yes

		1304956354		RestrtAndStopSDE														Yes

		600888339		Resuscitation Academy Website		No		No		No		No		No

		1316234319		Ridership Assistance

		590972342		Rideshare Online		No		No		No		No		No

		1528871358		RIMS - Emergency Management

		672759607		RiskMaster		No		Yes		No		Yes		Yes

		1299422886		Rivers iMap		No		No		No		No		No

		671120293		RJC Diet Management		No		No		No		No		No

		689738179		Road Alert Editor		No		No		No		No		No

		1550154277		Roads and Bridges at Risk Map

		1310406072		Roads Asset Editor

		695127114		Roads CIP		No		No		No		No		No

		695127364		Roads GIS Viewer		No		No		No		No		No

		695127249		Roads Intranet Web Management		No		No		No		No		No

		695127217		Roads Map Vault (RMV)		No		No		No		No		No

		1550654954		RoadsGIS Reconcile Post														Yes

		1550653711		RoadsViewer map service

		1310406076		Roadway Post (Piranaha)

		600888236		ROC/Hypertension Study		No		Yes		No		No		No

		625143128		Roster Management		Yes		No		No		No		No

		695127368		Route Event Update		No		No		No		No		No

		1316234322		Route Footprint Generator

		1581275058		ROW Document Management

		1531656048		RPIN - Regional Public Information & Notification

		695127300		RSD Post/Reports		No		No		No		No		No

		583320380		RSN MH Database		No		Yes		No		Yes		No

		590972376		Safety Accident Tracking		No		No		No		No		No

		673283751		Safety and Claims - Erogonomics Rebuild		No		No		No		No		Yes		Sensitive

		590972380		Safety Awards		No		No		No		No		No

		1303596116		Safety Training Web		No		No		No		No		No

		1516974259		Sales Identification

		646136322		Salmon Watcher Monitoring Site Viewer		No		No		No		No		No

		591294596		Scale Overload Alert		No		No		No		No		No		Public

		695127304		Scales Database		No		No		No		No		No

		1316231681		Schedule Builder

		600887997		School Based Health Database		No		Yes		No		No		No		Confidential

		1299402920		Science Report Library		No		No		No		No		No		Public

		1537001866		SCOMIS

		1179277554		SDWCommission														Yes

		1179277560		SDWOmission														Yes

		1522381768		Sea-King Alert - ACCESS

		704252734		Search Warrant		Yes		No		No		Yes		No		Sensitive

		588596645		SEATTLE DRAINAGE BILLING SYSTEM (RFS 2059)		No		No		No		No		No

		588598449		SEATTLE LID-LOCAL IMPROVEMENT DISTRICT (RFS 1670)		No		No		No		No		No

		1552073859		SECTOR				No

		1552073865		SecureACCESS Washington (SAW)				No

		590972411		Security Incident Tracking		No		No		No		No		No

		1550154620		SegSeqByDots

		1528708393		Seized Assets

		1537003661		Service Desk Plus

		1303596549		Service Development Web App: Middle-tier		No		No		No		No		No

		1310406087		Service Quality GIS														Yes

		1550653933		ServiceLevels map service

		590972430		Servoy		No		No		No		No		No

		1537003362		ShareFile

		1320710558		SharePoint - Collaboration / Publish

		1589125742		SharePoint - DES Collaboration

		1320708971		SharePoint - Intranet

		704252966		SharePoint - KCDC		No		No		No		No		No

		1537003931		SharePoint 2010

		1320708084		Sharepoint Platform

		1304956303		Sharepoint-DOT Intranet		No		No		No		No		No

		695127312		SharpeSoft IPM		No		No		No		No		No

		1316231738		Shelters

		695131665		ShopKey		No		No		No		No		No

		792082543		SHRP Project Estimation System		No		No		No		No		No		Public

		600888046		Siemens OAS Gold/Signature		No		Yes		No		No		No		Confidential

		590972473		Sign Manager Tool (Web Tools): UI		No		No		No		No		No

		1305795621		Sign Manager Tool Roll Syncing process

		1303596560		Sign Manager Tool: Middle-tier & Database

		600888123		Signature Document Display		No		No		No		Yes		No		Confidential

		600888141		Signature Report Repository		No		Yes		No		No		No

		1552073875		SimpleHelp

		600022229		SIMS - Sensitive Invoice Management System -ABT Side System		No		Yes		No		Yes		No		Sensitive

		625008277		SIP/SeaKing		Yes		Yes		No		No		No

		1316231724		SIRI/GTFS-R translator		No		No		No		No		No

		1303596583		SIS (Stop Information System): Middle-tier & database		No		No		No		No		No

		1305795661		SIS Data Quality Process

		1305795686		SIS Stop Processor Process

		1305795709		SIS TPI Change Handler Process

		704305515		SiteAdvisor		No		No		No		No		No

		1528867824		Skillsoft

		590972467		Smart Card Export Process		No		No		No		No		No

		749232955		SMC - MCIS		Yes		No		No		No		No

		644427415		Snoqualmie Watershed Riparian Photo Viewer		No		No		No		No		No

		583320361		Sobering Center		No		Yes		No		Yes		No

		599450315		Socrata Upload to EH Portal		No		No		No		No		No		Public

		1316231684		Solar Compactor Management Application

		1588201807		Sound Insulation Program														Yes

		1179277296		Spatial Data Catalog Interface and Metadata Mgmt														Yes

		1179277084		Spatial Data Catalog Thematic Keyword Search Engine														Yes

		1179277312		Spatial Data Warehouse Notification (Data Digest)														Yes

		1581270935		Special Use Permits

		1316231687		Speed and Reliability Analysis Database

		1550668469		SQGIS map service

		582831162		Staff Calendar		No		No		No		No		No

		1537003735		StarSQL

		1304956357		StartAndStopShare														Yes

		600023048		STD MIS		No		Yes		No		No		No		Confidential

		1537001920		Step-Up Database

		1179277045		StewardTool														Yes

		1550670389		Stop Based Scheduling Interfaces - EAM Sync														Yes

		1550670209		Stop Based Scheduling Interfaces - Feature Class Creation														Yes

		1550670166		Stop Based Scheduling Interfaces - Overlay														Yes

		1549488402		Stop Information System (SIS)

		1303596176		Stop Management Application		No		No		No		No		No

		590972477		Stop Name Tool (Web Tools): UI		No		No		No		No		No

		1305795748		Stop Name Tool Roll/Sync process

		1303596650		Stop Name: Middle-tier & database

		1316231690		Stop/Schedule/TP Reporting

		792082416		Stormwater Complaint Tracker		No		No		No		Yes		No		Public

		1310406082		Stormwater ETL

		1299422859		Stormwater iMap		No		No		No		No		No

		792082318		Stormwater Maintennance Information System		No		No		No		Yes		No		Public

		792082371		Stormwater Mapping Data Collection Application		No		No		No		No		No		Public

		1299402964		Stormwater MS4 Collector		No		No		No		No		No

		1299403049		Stormwater Ops		No		No		No		No		No		Public

		591295889		Stormwater Quiz		No		No		No		No		No		Public

		1305795756		Street Name: Middle-tier & database

		590972499		STWeb		No		No		No		No		No

		1316231699		Sub-contracted 
KCM Security Monitor Center Transit Security Operations

		1316234298		Sub-contracted DSTT Transit Security Operations

		1316234301		Sub-contracted Fare Enforcement Operations

		1552073887		Superior Court Management Information System		No		No		No		No		Yes

		1318288316		Superior Court SharePoint

		1316231741		Supervisor Incident Reporting

		1299402978		SWD Cameras		No		No		No		No		Yes		Sensitive

		1553409692		SWD Cameras - public

		1299422854		SWD Contracts Tracking System.Net		No		No		No		No		No		Public

		591294331		SWD CSU Call Tracking Application		No		No		No		Yes		No		Public

		591294584		SWD Data Warehouse		No		No		No		No		No		Public

		1299403069		SWD Faster WEB		No		No		No		No		No		Public

		591294343		SWD Faster WIN/Gassimo		No		No		No		No		No		Public

		591294604		SWD Landfill Gas Monitoring and Reporting System		No		No		No		No		No		Public

		591294608		SWD Landfill Ops System		No		No		No		No		No		Public

		591294335		SWD Paradigm - V5		No		No		Yes		Yes		No		Public

		1299403057		SWD Paradigm - V6		No		No		Yes		Yes		No		Public

		1299402944		SWD Purchase Request System-Stores Order form		No		No		No		Yes		No		Public

		600022881		Syndromic database		No		Yes		No		No		No		Confidential

		1537003845		System Center Configuration Manager

		599450282		System Registration		No		No		No		Yes		No		Sensitive

		1179277140		Systems Monitoring Application														Yes

		582831108		T3		No		No		No		No		No

		1528867150		Tableau (Server / Client)

		1305795780		TABS - Automated Timetables Application

		1305795791		TABS - Bus Stop and Information Signs Application

		590972517		TABS - Schedule Load Application		No		No		No		No		No

		590972511		TABS - Zones Load Application		No		No		No		No		No

		1305795796		TABS: TREX/Schedule Interface process

		1305795829		TABS: TREX/Zones Interface process

		1528868654		Talent Acquisition

		704252861		Tandberg Video Arraignment		No		No		No		No		No

		704252844		Tandberg Video for Meetings		No		No		No		No		No

		671821788		Tardy Log		Yes		No		No		No		No

		749226397		Taser		Yes		No		No		No		No

		600023068		TB Tracker (desktop)		No		Yes		No		No		No		Confidential

		591296002		TDR property map viewer		No		No		No		Yes		No

		600888151		Telestaff		No		No		No		No		No		Sensitive

		749219432		Temp Location		Yes		No		No		No		No

		1303596121		Text Aloud		No		No		No		No		No

		1316231744		The Book Update System

		712528906		The Food Processor		No		No		No		No		No		Public

		1552073900		THOR Training Database		No		No		No

		590972525		Thru Route Tool (Web Tools): UI		No		No		No		No		No

		1305795834		Thru-Route Tool Roll Syncing process

		1305795839		Thru-Route Tool: Middle-tier & database

		695127320		Tiered Service Level Map		No		No		No		No		No

		1303596126		Time Tracker		No		No		No		No		No

		1552073936		Timeclock Plus 6.0

		1179277640		tin_ascii_compare.py														Yes

		1318694814		TIPS Interface  (Telestaff)		No		No		No		Yes		No

		1304956323		TNET (Transportation Network) Editor		No		No		No		No		No

		1550149377		TNET Truncate Append

		1304956360		TNETNightMaint														Yes

		1304956325		TOE (Transit Object Editor)		No		No		No		No		No				Yes

		1514213024		Total Enforcement (TE) RMS		Yes		No		No		No		Yes

		1179277611		TownshipDGMProducts.py														Yes

		1179277645		TownshipGridByMask														Yes

		695127334		Traffic Counts		No		No		No		No		No

		1316231747		Training Scheduler

		1316231703		Transit Advertising

		1550159469		Transit GIS Data Processing and Publication

		1303594641		Transit Operator Qualifications (Web Tools): UI		No		No		No		No		No

		1549550369		Transit Operator Qualifications: Middle-tier & database

		1316231711		Transit Signal Priority Interactive Model

		1316231718		Transit Training Assignment Program

		1304956363		TransitA Shape2Maint														Yes

		1304956366		TransitB Table2Maint														Yes

		1304956369		TransitC SDE2Maint														Yes

		1304956372		TransitD BusstopProjection														Yes

		1304956375		TransitE Common Interest														Yes

		1304956378		TransitJ Jurisdiction														Yes

		1304956384		TransitK MetadataRepositoryToMaintObjects														Yes

		1304956381		TransitK TransNetworkSDEMaint

		1304956331		TransitViewer														Yes

		1550668690		TransitViewerService map service

		695127374		Transportation Data Management System (MS2)		No		No		No		No		No

		1516975224		TRC letters

		1179277417		TRCEditBatch														Yes

		600888094		TREC2		No		Yes		No		No		No		Confidential

		1305795866		TREX (Transit Enterprise Data)

		1305795883		TREX Pattern Event Process

		1305795914		TREX Trip Time Process

		1179277074		TRS Reports														Yes

		1304956335		Ulink														Yes

		1550668949		Ulink_Adopted

		1522381229		Unibase (RFS 3675)

		1552073947		Universal Latent Workstation

		587754796		Update AV		No		No		No		No		No

		1179277576		UpdateDGM_SOURCE_V10.py														Yes

		1179277330		UpdateExtentLUT														Yes

		600022168		UPSIDE		No		No		No		Yes		No		Sensitive

		1537003839		US Bank Image Program

		583320363		Utilities		No		No		No		No		No

		590972580		Vanpool Information System		No		No		No		No		No

		1303596131		Vanshare Information System		No		No		No		No		No

		1537003798		Veeam

		1537003870		Veeam Monitor

		1537003865		Veeam Report Viewer

		1305795933		Vehicle Assignment Query Web

		1303596136		Vehicle Maintenance Interfaces (VMM5)		No		No		No		No		No

		583320368		Vendor Profile		No		No		No		No		No

		1537003747		Verdiem Surveyor

		600022936		VertiQ		No		Yes		No		Yes		No		Confidential

		1552073971		Vinelink SAVIN (DAJD)				No

		693040448		VINES Interface

		704302895		VirusScan		No		No		No		No		No

		600022285		VistaPHw		No		No		No		No		No		Public

		1179277340		Visual Spatial Data Catalog														Yes

		600023092		Vital Records, Bedrock		No		Yes		No		No		No

		600023096		Vital Records, Death		No		Yes		No		Yes		No		Sensitive

		1303596141		VM Dashboards (Web Tools): UI		No		No		No		No		No

		1305795948		VM Dashboards - Middle-tier

		1537003875		VM Workstation

		1537003905		VMWare vCenter Server

		1537003855		VMware vSphere Client

		1537003899		VMWare vSphere Server

		705294959		Voltage SecureMail		No		No		No		No		No

		587754802		Voter Attachment		No		No		No		No		No

		587754822		Voter Batch Import		No		No		No		No		No

		1318086803		Voter Export		No		No		No		No		No

		587754902		Voter Lookup		No		No		No		No		No

		587754843		Voter Mail		No		No		No		No		No

		587754876		Voter Pamphlet Submission		No		No		No		No		No

		671829448		Vouchers		No		No		No		No		No

		583320370		Wait List		No		No		No		No		No

		1552073992		Washington Access to Criminal Histroy (WATCH)		Yes		No

		749234799		Washington State Superior Court System		Yes		No		No		No		No

		689738193		Waste Water Capacity Project		No		No		No		No		No

		1299402950		Water Quality Sampling Collector		No		No		No		No		No

		1310406105		WaterTaxi/Public_Transit														Yes

		600022290		WEAVE (HAVSUI.jar)		No		No		No		No		No		Public

		587754857		Web Admin		No		No		No		No		No

		1531664087		Web Application Support - General App

		689738198		Web Content Management System - SiteCore - WCMS		No		No		No		No		No

		1303596146		Web Tools Portal		No		No		No		No		No

		1580116900		Web Tools Portal : Middle-tier & database

		1303596165		Wharehouse Librarian		No		No		No		No		No

		600888022		WIC-CIMS		No		Yes		No		No		No		Confidential

		1537003707		Windows 7

		1537003702		Windows 8.1

		1537003276		WINVNC

		704238284		Witness Management		No		No		No		Yes		No		Sensitive

		591295765		WLRD Agriculture programs system		No		No		No		Yes		No		Confidential

		591279571		WLRD App Dev project tracker		No		No		No		No		No

		644436756		WLRD CIP Project Viewer		No		No		No		No		No

		591295894		WLRD Flood Alert System		No		No		No		Yes		No

		591295898		WLRD Flood Warning Center System		No		No		No		No		No

		1299402939		WLRD Forestry Program		No		No		No		Yes		No		Confidential

		646119462		WLRD Freshwater Phytoplankton Monitoring		No		No		No		No		No		Public

		591295903		WLRD Grant Tracking DB		No		No		No		No		No

		646122356		WLRD Hydrologic Information Center		No		No		No		No		No		Public

		591295780		WLRD Lakes Monitoring		No		No		No		No		No		Public

		646124295		WLRD Marine Monitoring		No		No		No		No		No		Public

		591295918		WLRD Native plant guide		No		No		No		No		Yes

		591295791		WLRD PBRS database		No		No		No		Yes		No		Confidential

		591296013		WLRD Pesticide Free Recreation Sites Viewer		No		No		No		No		No

		591295796		WLRD Pit Tag Database		No		No		No		No		No

		591296019		WLRD Rivers Facility Inventory		No		No		No		No		No

		644384314		WLRD SalmonWatcher		No		No		No		Yes		No		Public

		646150060		WLRD Science Seminar		No		No		No		No		No		Public

		591295801		WLRD SHRP Database		No		No		No		No		No		Public

		591295805		WLRD Source Control File Management System		No		No		No		Yes		No		Sensitive

		646139414		WLRD Stream/Rain Gauge Data Loader		No		No		No		No		No		Public

		591295810		WLRD Streams Monitoring		No		No		No		No		No		Public

		591295824		WLRD Swimming Beaches		No		No		No		No		No		Public

		649890747		WLRD SWM Rate Discount System		No		No		No		Yes		No		Public

		591295947		WLRD Transfer of Development Rights		No		No		No		Yes		No

		641913201		WLRD Weed Watcher		No		No		No		Yes		No

		1537003685		Word Perfect X4

		671128269		Work Crew (JUV)		No		No		No		No		No

		600022195		Workforce Tracking		No		No		No		Yes		No		Sensitive

		1537001896		Working Copies Print Queue

		1299402914		WRIA 08 Wadable Streams Status and Trends		No		No		No		No		No		Public

		591295850		WRLD Lake Buoys		No		No		No		No		No		Public

		591295855		WRLD Marine Moorings		No		No		No		No		No		Public

		591295859		WRLD Small Lakes (Lake Stewardship)		No		No		No		No		No		Public

		1522206259		WSP WACIC – State/Federal Criminal Justice repository

		1537003911		WSUS

		1299403063		WTD Customer Portal		No		No		No		No		Yes

		1318327291		WTD Data Portal		No		No		No		No		No

		792082505		WTD Employee Information System		No		Yes		No		Yes		Yes

		792082446		WTD Engineering Records System		No		No		No		No		No

		792147113		WTD FMLA Tracker		No		No		No		Yes		Yes		Confidential

		683720199		WTD Mainsaver		No		No		No		No		No		Sensitive

		1518475752		WTD Safety SWP

		683661090		WTD Tours Scheduler		No		No		No		Yes		No

		582831117		WTP		No		No		No		Yes		No

		1179277350		WTRBDY_AREA Build														Yes

		1179277370		XMLStat														Yes

		1563349938		Yard Manager

		1588273073		Yard Manager

		1179277662		ZIPCODE_CR Build														Yes

		1316231721		Zone Photos

		1179277581		ZoneDGMProducts_V10.py														Yes

		1179277657		ZoneGridByMask														Yes
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Data Sensitivity - Applications w/in King County
data available on 150 applications
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Updated Innotas data 3-23-2016

		

				Data Classification

				Confidential		48

				Confidential with Special Handling		1

				Public		72

				Sensitive		29

				Other		765

				Grand Total		915
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Protecting sensitive data in Applications
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